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A b s t r a c t

The IEEE 80 2.11 -based Wireless Local Area Network (WLAN) has become a ubiquitous networking technol-ogy deployed around the world. IEEE 80 2.11 WLAN 
are now widely used for real-time multimedia applica-tions (e.g. voice and video streaming) and distributed emergency services such as telemedicine, 
health-care, and disaster recovery. Both time -sensitive applications and emergency traffic are not only character-ized by their high band width requirements, 
bu t also impose severe restrictions on end-to-end packet delays (i.e. response time ), jitter (i.e. delay variance) and packet losses. In other words, time 
-sensitive applications and emergency services require a strict Quality of Service (QoS) guarantee. Medium Access Control (MAC) protocol is one of the key 
factors that influence the performance of WLANs. The IEEE 80 2.11 e working group enhanced the 80 2.11 MAC to provide QoS support in WLANs. 
However, recent studies have shown that 80 2.11 e Enhanced Distributed Channel Access (EDCA) standard has limitations and it neither supports 
strict QoS guarantee nor emergency traffic. Providing a strict QoS guarantee as well as supporting emergency traffic under high traffic loads is really a 
challenging task in WLANs. A thorough review of litera-ture on QoS MAC protocols reveals that most QoS scheme s have focused on either network throughp-
ut enhancement or service differentiation by adjusting Contention Window (CW) or Inter-Frame Spaces (IFS). Therefore, a research on developing 
techniques to provide a strict QoS guarantee as well as support for emergency traffic is required in such systems. To achieve this objective, a general 
understanding of WLANs is required. This paper aims to provide an introduction to various key concepts of WLANs that are necessary for design, model 
and develop such framework. Our main contribution in this paper is the QoS for IEEE 80 2.11 WLAN and MAC protocols for supporting industrial 
emergency traffic over network and future di-rections.

1. Introduction

In recent years there has been a developing interest in the use of
Wireless Local Area Networks (WLANs) based on IEEE 802.11 due to
the fact of its low cost and simple deployment. The IEEE 802.11-based
WLAN has ended up a ubiquitous networking technology deployed

around the world. A primary goal of this survey paper is to develop a 
framework for WLAN, which help emergency traffic and provide strict 
Quality of Service (QoS) assurance for lifesaving emergency traffic in a 
dense emergency state of affairs the place an excessive quantity of 
nodes report the emergency [1, 2]. To attain this objective, an ordinary 
perception of WLANs is required. This paper targets to provide an intro-
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duction to a number key concepts of WLANs that are crucial for design, 
model and develop such framework. WLAN is based on Link Layer (LL). 
LL is divided into Logical Link Control (LLC) and Medium Access Con-
trol (MAC) sub-layer categorizes with two functions, Distributed Coor-
dination Function (DCF) and Point Coordination Function (PCF)
[100,101].

Quality of Service (QoS) is perceived and interpreted by different 
communities in different ways. The Internet Engineering Task Force 
(IETF) defined t wo m odels r elevant t o Q oS i n I P p acket-based net-
works. QoS behaviours tell the device how to treat the traffic as it trav-
els from the ingress interface all the way until it is sent out the egress in-
terface of the network device. The first m odel, I ntegrated Services 
(IntServ), and the second model, Differentiated Services (DiffServ) [3]. 
The technical or network communities refer to QoS as the measure of 
service quality provided by the network to the users. IETF defines QoS 
as “a set of service requirements to be met by the network while trans-
porting a flow” [4]. The main goal was to provide QoS while maximis-
ing network resource utilisation. The network user community refers to 
QoS as the quality perceived by applications/users. The International 
Telecommunication Union (ITU) defines Q oS a s “the a bility o f a  net-
work or network portion to provide the functions related to communi-
cations between users” [5]. De-facto the concept of QoS is very broad. 
Over IP networks, QoS is a more technical one, focusing on monitoring 
and improving network performance metrics such as packet delay, jit-
ter, packet loss, and throughput see in Table 1.

These traffic characteristics must be controlled and managed o n a 
hop-by-hop basis in order to achieve the per-hop QoS behaviours 
needed to provide a complete end-to-end QoS solution [3]. Tradition-
ally, there are two main approaches to achieve QoS in packet switched

Table 1
Commonly used network performanc e me trics [6].

Metric Description

End-to-end
packet
delay
(Latency)

The time required to transfer packet across a network

Jitter (delay
va riance)

Variabil ity of packets delay within the sa me packet stream .
e.g. : delay of packet 1 is 8 ms and delay of packet 2 is 5 ms
then ji tter is 3 ms .

Packet Loss Router or end devices will drop packets when buffer capacity
is full .

Throughput The am ount of data successfully delivered over the
comm unication channel. Usually meas ured in bits per second
or packets per second.

networks. These strategies are IntServ and DiffServ which are tem-
porarily described under such as utility structure the QoS perspective.

2. Applications from the QoS perspective

In current years, there is signification growth in the use of different 
applications over the WLANs. From the QoS perspective, these applica-
tions can be classified into three different groups [7]. Fig. 1 [31] illus-
trates various application from the QoS perspective. These applications 
from the QoS perspective are described below.

• Applications with quantitative specifications of QoS: these 
applications require strict QoS guarantee. These applications have a 
specific requirement and impose strict restrictions on packet delay, 
jitter, packet loss and throughput. For example, required one-way 
end-to-end delay for voice packet is 150 ms [8].

• Applications with qualitative specifications: these applications 
require QoS. These applications do not have any specific 
requirements to describe the desired treatment. For example, web 
browsing which needs QoS but does not have any specific QoS 
requirement.

• Applications without qualitative specification: these applications 
do not require any QoS. For example, an application that runs in the 
background.

2.1. Emergency services

An emergency may be defined as a situation or an event which in-
volves an immediate risk to human life, health, property or environ-
ment [9]. The emergency which involves risk to life are prioritized as 
general thinking nothing is important than human life. In the recent 
year, there is significant growth in the use of emergency services (e.g. 
health monitoring, disaster surveillance) over WLANs [10, 11]. These 
applications require emergency traffic support from the medium (i.e. 
on-arrival channel access priority over normal traffic) together with 
strict QoS guarantee especially in terms of delay under saturated net-
work conditions.

Most of the organisations which deal with emergency services cate-
gorise the emergency traffic into four different types: emergency to 1) 
life, 2) health [102–105], 3) property and 4) environment [12–14]. All 
emergencies do not require the same priority. These services can be 
linked to various service priorities as emergencies do not require the 
same level of priority. For example, emergency to life has the highest 
priority because nothing is more important than human lives. This is 
followed by prioritization to health, property and environment (see

Fig. 1. Applications from QoS perspective.
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Fig. 2: Type of emergencies [34–40]). The IEEE 802.11 WLAN network 
is a wireless Ethernet, play an important function in the future-
generation networks. Now, It will discuss IEEE 802.11 standards.

3. IEEE 802.11 standards, architecture and medium access 
control

WLAN is based on Link Layer (LL). LL is divided into Logical Link 
Control (LLC) and Medium Access Control (MAC) sub-layer categorizes 
with two functions, Distributed Coordination Function (DCF) and 
Point Coordination Function (PCF) [15–17]. The IEEE 802.11 WLAN 
networks help each contention-based DCF and contention-free PCF 
functions. DCF makes use of Carrier Sensing Multiple Access/Collision 
Avoidance (CSMA/CA) as the get right of entry to method [18–21].

The MAC and PHY characteristics of 802.11 are specified in legacy 
802.11-1997 [22]. And latter 802.11a [23], 802.11b [24] and 
802.11 g [25] PHY 802.11n [26], 802.11ac [27]. Physical (PHY) and 
MAC specifications refer to amendments to achieve higher throughput 
by advancing the modulation and the channel coding. They all use the 
same Carrier Sense Multiple Access with Collision Avoidance (CSMA/
CA) as medium access control protocol. There are several MAC amend-
ments to support QoS (802.11e) Security (802.11i), and emergency and 
internetworking (802.11 u). Table 2 summarises the main characteris-
tics of 802.11 standards. Although the PCF mode is designed for real-
time traffic, it is not widely deployed due to its inefficient polling 
schemes, limited Quality of Service (QoS) provisioning, and implemen-
tation complexity.

3.1. IEEE 802.11 WLAN architecture

WLANs are set up in infrastructure mode, where mobile stations ac-
cess the Internet through an AP, which coordinates all traffic to and 
from the WLAN [106]. In an infrastructure-based WLAN, the AP has a 
much higher traffic load and is the bottleneck. The unbalanced traffic 
load affects network performance and voice capacity, which needs fur-

ther investigation. IEEE 802.11 WLAN can provide the highest trans-
mission rate up to a specific distance limit and this rate is stepped down 
as the access distance increases beyond this limit, and so on until there is 
no coverage. The fundamental building block of the 802.11 architec-
ture is the Basic Service Set (BSS). A BSS contains one or more wireless 
stations (STA) and a central base station knows as an Access Point (AP) 
in 802.11 parlances. WLANs that deploy APs are often referred to as in-
frastructure WLANs, with the infrastructure being the APs along with 
the wired Ethernet infrastructure that interconnects the APs and a 
router as Fig. 3 is an illustration.

IEEE 802.11 STAs can also group themselves together to form an 
ad-hoc network for the purpose of internetworked communications 
without the aid of an infrastructure network. An ad-hoc network is 
suitable for man-made or natural disasters such as U.S 9/11, Boston 
Bombing, earthquakes where infrastructure networks are either not 
available or highly affected by the disaster. An ad hoc network with no 
central control and with no connections to the outside world form an 
Independent BSS (IBSS). Fig. 4 is an illustration of an IBSS. An ad hoc 
network may be categorised into two types i.e. (1) single hop and (2) 
multi-hop. In single-hop network, a Station (STA) -communicates di-
rectly with another neighbouring STA within the transmission range. 
Another side, in multi-hop network, an STA communicates with an-
other STA which may not be in the direct transmission range through 
intermediate STAs.

Another side in multi-hop network, an STA communicate with des-
ignation STA through multiple intermediate STAs. A multi-hop net-
work may consist of hundreds of STA and there is no impact on the net-
work if intermediate STA leaves the network. However, there are still 
many challenges in the design of multi-hop ad-hoc networks such pro-
viding strict QoS guarantee especially in term of end to end delay re-
quired by time-critical real-time applications, security or route failure 
due to mobility of intermediate devices, unreliable wireless channel and 
lack of centralized control [31, 32]. The 802.11 MAC layer is one of the 
most important components of a typical WLAN.

3.2. IEEE 802.11 medium access control

The basic access method in the IEEE 802.11 Medium Access Control 
(MAC) is the Distributed Coordination Function (DCF), which is based 
on Carrier Sense Multiple Accesses with Collision Avoidance (CSMA/
CA). A good QoS MAC protocol should provide QoS guarantee to time-
sensitive applications and support emergency traffic together with the 
simplicity of operations and high bandwidth utilisation. Ideally, a good 
protocol should provide high throughput, and low end-to-end packet 
delay, jitter, and packet losses, as well as priority to time-sensitive ap-
plications.

The 802.11 MAC provides two access methods: (1) distributed coor-
dination function (DCF) as the core; and (2) point coordination func-Fig. 2. Type of emergencies.

Table 2
IEEE 80 2.11 standards and their technical specifications [22-30 ].

802.11
standards

Releas e Freq.
(GHz)

Data Ra te Mbps MIMO
Stream

Modula tion Bandwidth
MH z

Indoor Range
(m)

Outdoor Range
(m)

802.11 June 1997 2.4 1, 2 No DSSS , FSSS 20 20 100
802.11a Sep. 1999 5 6, 9, 12, 18, 24, 36, 48,

54
No OFDM 20 30 120

802.11b Sep. 1999 2.4 5.5, 11 No DSSS 20 38 140
802.11g June 2003 2.4 6, 9, 12, 18, 24, 36, 48,

54
No OFDM, DSS 20 38 140

802.11n Oct. 2009 2.4, 5 7.2 – 150 (per stream ) 4 OFDM 20, 40 70 250
802.11ac December

2013
5 7.2 – 6933 (per stream ) 8 MIMO OFDM 20, 40, 80,

160
35 –

802.11ax 2019 2.4, 5 7.2 – 10.53 – MIMO
OFDMA

– – –

802.11i Nov. 2004 Based on IEEE 802.11 PHY Char acteri stics
802.11e Nov. 2005 Based on IEEE 802.11 PHY Char acteri stics
802.11u Feb. 2011 Based on IEEE 802.11 PHY Char acteri stics
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Fig. 3. A typical 802.11 wireless infrastructure network with five STAs.

Fig. 4. A typical 802.11 wireless ad-hoc network with four STAs.

tion (PCF) as optional. DCF is a contention-based protocol that can 
provide the best-effort service. The DCF is built on the CSMA/CA 
medium and optional Request to Send / Clear to Send (RTS/CTS) 
mechanism to share the medium between multiple STAs. In CSMA/CA, 
STA must sense the medium before initiating a packet transmission. 
Three Interframe Space (IFS) intervals are specified in the standard: 
short IFS (SIFS), point coordination function IFS (PIFS), and DCF-IFS 
(DIFS). The SIFS interval is the smallest IFS, followed by PIFS and 
DIFS, respectively. SIFS has highest priority use for Acknowledgement, 
RTS and CTS frames. PCF has medium priority use for time-sensitive 
applications. DIFS has the lowest priority used for data. Many network 
researchers proposed IFS based schemes to support QoS for time-
sensitive applications in 802.11 MAC layer [33, 34].

In DCF mode all STAs waits until the channel becomes idle for a 
DIFS period (see Equation 1). The DIFS time period is calculated from 
DCF parameters. Table 4 lists the DCF parameters of various IEEE 
802.11 standards. STAs start backoff process to avoid collisions. In this 
process, each STA chooses a random interval, called backoff timer com-
puted from CW: random [0, CW] × SlotTime, where CW = CW mini-
mum (CWmin) ≤ CW ≤ CW maximum (CWmax); values of CWmin, CW, 
CWmax and SlotTime are based on PHY layer. Table 3 shows DCF pa-
rameters of various IEEE standards. All STAs decrement their backoff 
timer until the medium becomes busy. If the time has not reached zero

Table 3
DCF parame ters of various IEEE 80 2.11 standards [23 -25 , 27 , 36 ].

Standard Slot Time SIFS DIFS CWmin CWma x

802.11a 9µs 16µs 34µs 15 1023
802.11b 20µs 10µs 50µs 31 1023
802.11g Shor t = 9 µs

Long = 20µs
10µs Shor t = 28µs

Long = 50µs
Shor t = 15
Long = 31

1023

802.11n
(2.4 (GHz)

Shor t = 9µs
Long =20µs

10µs Shor t = 28µs
Long = 50µs

Shor t = 15
Long = 31

1023

802.11n
(5 GHz)

9µs 16µs 34µs 15 1023

802.11ac 9µs 16µs 34µs 15 1023

and the medium becomes busy, the STA freezes its timer. The STA 
transmits when its timer decremented to zero.

If two or more STAs’ timer decrement to zero at the same time, a 
collision will occur. On successful transmission, the receiving STA 
sends an ACK after SIFS. If an ACK packet is not received within timeout 
then the transmitting STA retransmits the frame (assuming that the 
frame has collided). To reduce the probability of collision, CW is 
doubled until it reaches CWmax.

The PCF provides Contention-Free (CF) frame transfer. This is avail-
able in infrastructure mode, where STAs are connected to the network 
through an Access Point. PCF uses a centralised polling method based 
on the round robin algorithm. PCF would be suitable for time-sensitive 
traffic for QoS; however, PCF's algorithm is complex and it is expensive 
to implement and explained in Table 3 [35].

4. IEEE 802.11e for quality of service

The IEEE 802.11e [29] working group has developed a new stan-
dard called IEEE 802.11e to support time-sensitive applications such as 
Voice over IP (VoIP) and video streaming. IEEE 802.11e introduced a 
new coordination function called Hybrid Coordination Function (HCF) 
which provides the combined advantages of DCF and PCF.

HCF uses mandatory Enhanced Distributed Channel Access (EDCA) 
mechanism for contention based transfer and optional HCF Controlled 
Channel Access (HCCA) mechanism for contention-free services. Both 
EDCA and HCCA work on the top of DCF as shown in Fig. 5: IEEE 
802.11e MAC architecture.

4.1. Enhanced distributed channel access

EDCA formally was known as enhanced distributed coordination 
function (EDCF) [29] is HCF's contention based channel access; pro-
vides service differentiation by using prioritised QoS approach. EDCA 
defines the Access Category (AC) mechanism that provides support for 
the priorities at the STA. Each STA may have up to four access cate-
gories i.e. Voice (AC_VO), video (AC_VI), Best Efforts (AC_BE), and 
background (AC_BK) to support eight User Priorities (UPs) as defined in 
IEEE 802.1d [37]. The mapping from priorities to ACs is defined in 
Table 4.

An AC with higher priority is assigned a shorter CW in order to en-
sure that higher priority AC will be able to transmit before lower prior-
ity ones. This is done by setting the CW limits for each AC: CWmin[AC] 
and CWmax[AC], from which CW[AC] is computed, as shown in (1–1).

For further differentiation, different Interframe Space (IFS) is intro-
duced according to ACs. Instead of DIFS, an arbitration IFS (AIFS) is 
used. The AIFS is at least DIFS and can be enlarged individually for 
each AC, as shown in (1–2).

(1.1)
(1.2)

(1.3)

Similar to DCF, if the medium is sensed to be idle in the EDCA mecha-
nism, a transmission can begin immediately. Otherwise, the STA defers 
until the end of current transmission on the Wireless Medium (WM). Af-
ter deferral, the STA waits for a period of AIFS [AC] to start a backoff 
procedure. The backoff interval is now a random number drawn from 
the interval (1, CW [AC] + 1) as shown in (1–3). Each AC within STA 
contends for access to the WM and independently starts its backoff time 
after sensing the medium is idle for at least AIFS. A collision between 
ACs within a single STA is resolved by granting the medium to highest 
priority AC and lower priority AC will backoff. Table 5 lists the default 
DCF and EDCA parameters.

To give priority to voice or video applications IEEE 802.11e intro-
duced Transmission Opportunity (TXOP). TXOP is an interval of time 
when a particular QoS station (QSTA) has the right to initiate frame
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Fig. 5. IEEE 802.11e MAC architecture.

Table 4
User priority to access category mappings [29].

Priori ty User Priori ty (Sam e as
802.1d Priori ty)

802.1d
designation

Access
Ca tegory
(AC)

Designation
(Informa tion)

Lowest
↓
Highest

1 Background AC_BK Background

2 Not defined AC_BK Background
0 Best effort AC_BE Best Effort
3 Excellent

effort
AC_BE Best Effort

4 Contro l
load

AC_VI Video

5 Voice AC_VI Video
6 Video AC_VO Voice
7 Network

Contro l
AC_VO Voice

ate frame exchange sequences. HCCA allocate TXOPs to itself and other 
QSTAs to provide limited-duration Controlled Access Phase (CAP) for 
contention-free transfer of QoS data. The HC traffic delivery and TXOP 
allocation may be scheduled during the Contention Period (CP) and any 
locally generated Contention Free Period (CFP) to meet the QoS re-
quirements of a particular Traffic Category (TC) or Traffic Stream 
(TS).

Centralised control MAC protocols manage QoS more easily but are 
hardly implemented in today's products due to their higher complexity, 
inefficiency for normal data transmission and lack robustness [38]. 
This research will be conducted based on the distributed wireless MAC 
protocol i.e. EDCA. The main advantage of the distributed function is 
that no centralized control mechanism (i.e. PCF or HCCA) is required 
and no infrastructure (i.e. access point) is necessary [39]. HCCA is be-
yond the scope of this research. However, further reading about HCCA 
can be found in [29].

5. Transmit opportunity, frame aggregation, and block 
acknowledgement

The legacy 802.11 [26] uses the Stop and Wait Automatic Repeat-
ing reQuest (SW-ARQ) scheme. In this scheme, sender transmits a 
single packet (frame) and then waits for the acknowledgement. This 
involves a lot of overhead due to time spend on sensing the channel 
before send-ing the packet and immediate transmission of ACKs after 
each receiving packet [40]. Fig. 6 illustrates IEEE 802.11 MAC 
overhead and actual payload.

To eliminate the overhead and enhance the throughput perfor-
mance, IEEE 802.11e introduced new mechanisms called Transmit Op-
portunity (TXOP), frame aggregation and block acknowledgement

exchange sequences onto the Wireless Medium (WM). A TXOP is de-
fined by a starting time and a maximum duration. TXOP is either ob-
tained by the QSTA by successfully contending for the channel or as-
signed by the Hybrid Coordinator (HC). A TXOP limit value of 0 indi-
cates that QSTA can only send single Mac Service Data Unit (MSDU).

4.2. HCF-Controlled Channel Access

The HCF-Controlled Channel Access (HCCA) provides QoS by using 
parameterised QoS approach. HCCA uses a QoS-aware centralised con-
troller, called a hybrid coordinator (HC), and operated under rules that 
are different from the Point Coordinator (PC) of the PCF. The HC is col-
located with the QoS Access Point (QAP) of the QoS Basic Service Set 
(QBSS). HCCA uses the HC's higher priority of access to the WM to initi-

Table 5
DCF and EDCF parame ters for IEEE 80 2.11 e [26].

Para meters AC CWmin CWma x AIFSN TXOP Limi t

FHSS DSSS

DCF – aC W aC Wmax 2 0 0
EDCA AC_BK aC Wmin aC Wmax 7 0 0

AC_BE aC Wmin aC Wmax 3 0 0
AC_VI (aCWmin + 1)/2 - 1 aC Wmin 2 6.016ms 3.008ms
AC_VO (aCWmin + 1)/4 - 1 (aCWmin + 1)/2 −1 2 3.264 1.504ms
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Fig. 6. IEEE 802.11 MAC overhead and actual payload.

(BlockAck). These mechanisms are briefly described in the next sec-
tions.

5.1. Frame aggregation

During the TXOP period, an STA may combine multiple data pack-
ets received from the upper (transport) layer to make a large aggre-
gated frame. Frame aggregation may be categorized into two types or 
levels i.e. (1) aggregate MAC Service Data Units (AMSDU) and (2) ag-
gregated MAC Protocol Data Units (AMPDU). Two level frame aggre-
gation is illustrated in Fig. 7.

In AMSDU, multiple MAC Service Data Units (MSDUs) also called 
logical link control (LLC) packets are combined together. Each AMSDU 
has one MAC address followed by multiple MSDU. It is required for 
AMSDU that each MSDU should have same Traffic Identification 
(TID) i.e. each MSDU in AMSDU belongs to same traffic flow, comes 
from one source and need to be transmitted to one destination. Multiple 
AMSDU aggregated to form a Protocol Data Unit (PDU). Another side, 
in AMPDU, multiple PDUs are combined together. In contrast to 
MSDU, each PDU has its own TID.

5.2. Block acknowledgement

To eliminate protocol overhead IEEE 802.11e [29] introduced an 
optional Selective Repeat ARQ (SQ-ARQ) scheme which is known as 
block acknowledgement (BlockAck or BA). The BlockAck (illustrated 
in Fig. 8) is now a compulsory part of IEEE 802.11n High Throughput 
(HT) devices [36]. This BlockAck mechanism (i.e. sending single Ack in-
stead of several Acks) reduce protocol overhead, improve the efficiency 
of the channel and enhance the throughput performance [41].

Fig. 7. Two level of frame aggregation.

Fig. 8. IEEE 89 02.11 (EDCA) BlockAck Mechanism.

The whole process of BlockAck is be divided into three phases i.e. (1) 
setup phase, (2) transmitting phase, and (3) tear-down phases. In the 
setup phase, both sender and receiver STAs negotiate the agreement on 
the successful transmission. The agreement may include the buffer 
size, and BlockAck policy. After agreeing on the buffer size, and 
BlockAck policy, sender STA transmit a group of data frames (during 
TXOP pe-riod) one by one without waiting for Ack in transmitting 
phase. All data frames are separated by SIFS interval. Once all frames 
are trans-mitted, a single BlockAck frame sent back to the sender to 
inform it how many packets have been received correctly. Finally, the 
agreement between both (sender and receiver) STAs is terminated by 
sending debla frame [29].

There are two BlockAck schemes used in IEEE 802.11e: delayed and 
immediate. Delayed BlockAck is useful for applications that can toler-
ate moderate latency. In this scheme, the sender sends a normal ACK 
frame first for acknowledging then the receiver sends back the Block 
Ack at any other time before BlockAck Timeout. The immediate Block-
Ack method is useful for the applications requiring high bandwidth and 
low latency. In this scheme, receiver generate the BlockAck within the 
SIFS time interval.

5.3. Admission control

The admission control is a useful technique to provide a QoS guar-
antee and handle network congestion [42]. An 802.11e [29] network
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may use admission control to administer policy, regulate the available 
bandwidth, or ensure that time-sensitive applications will receive re-
quired QoS guarantee. Admission control ensures that admittance of 
new traffic stream into a  resource-constrained network does not affect 
the QoS required by existing traffic streams. There are two distinct ad-
mission control mechanisms: one for contention-based access EDCA 
and another for controlled access HCCA as illustrated in Fig. 9. Admis-
sion control, in general, depends on vendors’ implementation of the 
scheduler, available channel capacity, link conditions, retransmission 
limits, and the scheduling requirements of a given stream [26].

Admission control for EDCA is limited to AC_VO and ACVI. In EDCA 
based admission control, AP advertise ACM bit via a beacon if admis-
sion control is required for any particular AC. An STA with the particu-
lar AC sends ADDTS request frame to AP with Traffic Specification 
(TSPEC). TSPEC allow an EDCA STA to send traffic requirements to the 
AP for admittance. After receiving ADDTS request frame, AP executes 
admission control algorithm and response back to the STA using AD-
DTS response frame. The response frame contains the admission deci-
sion.

EDCA based admission control mechanisms can be classified in dif-
ferent ways. For example, G ao, et al. [43] have classified admission 
control into two types i.e. 1) measurement based admission control and 
2) model based admission control. The measurement-based admission 
control make the decisions by continuously measuring the network 
conditions such as delay or throughput. There are various examples of 
measurement based admission controls such as Distributed Admission 
Control (DAC), Two Level Protection and Guarantee, Virtual MAC and 
Virtual Source Algorithms, Threshold-Based Admission Control. An-
other side, model-based admission control use certain models or perfor-
mance metrics to estimate the network status. Markov chain or con-
tention based admission controls are the examples of model-based ad-
mission control. Fig. 9 illustrates the classification o f EDCA based ad-
mission control mechanisms.

Khoukhi, et al. [44] further categorised EDCA based admission con-
trol for ad-hoc networks as 1) single hop or 2) multi-hop (illustrated in 
Fig. 10). The multi-hop admission controls may be further categories 
into two types i.e. 1) decouple and 2) couple.

In couple admission controlled schemes, intermediate STAs have ca-
pabilities to make the routing decision to achieve admission decisions. 
Another side, in decouple admission controls schemes, traffic route is al-

ready discovered and admission control know the route of traffic from 
source to destination [45].

6. Emergency traffic and QoS guarantee

The fundamentals of IEEE 802.11 WLANs, a basic understanding of 
QoS and emergency services were discussed. A primary objective of this 
paper to develop a framework that supports emergency traffic and pro-
vides a QoS guarantee in WLANs. To achieve this objective, a clear un-
derstanding of the challenges in providing QoS guarantee and support-
ing emergency traffic is required. This section provides a review of re-
lated literature. The rest of the section is organized as follow: Section 3. 
2 highlights QoS wireless MAC protocols. Many schemes have been pro-
posed to improve the QoS but they provide service differentiation. 
Which are presented in Section 3.2.1. Finally, the section is summarized 
in Section 3.5

6.1. QoS wireless mac protocols

The increasing popularity of real-time traffic (e.g. VoIP over WLAN 
[106–118]) and emergency services require reliable underlying network 
technologies. WLANs are expected to support real-time multimedia and 
emergency traffic. One of the key requirement of both type of traffic 
(i.e. real-time multimedia and emergency traffic) is certain QoS support 
(in terms of packet delay, throughput, and jitter). In addition to QoS 
(delay, throughput, jitter), emergency traffic requires on arrival chan-
nel access priority. The challenge is to design a MAC protocol that can 
satisfy these requirements. A good QoS MAC protocol should provide 
QoS guarantee to time-sensitive applications and support emergency 
traffic (on-arrival channel preference and priority over normal traffic) 
together with the simplicity of operations and high bandwidth utiliza-
tion. Ideally, a good protocol should provide high throughput, and low 
end-to-end packet delay, jitter, and packet losses, as well as channel ac-
cess priority on arrival to emergency traffic. In the literature, many net-
work researchers have taken efforts to investigate MAC protocols to 
enhance the performance of traditional IEEE 802.11 MAC protocols. 
These MAC protocols may be categorized into four different classes i.e. 
1) MAC protocols provide service differentiation by adjusting MAC pa-
rameters i.e. IEEE 802.11e (EDCA) [29], 2) MAC protocols provide QoS 
guarantee in terms of delay by optimizing admission control i.e. Xio's 
two-level protection and guarantee mechanism [46], 3) MAC protocols

Fig. 9. Classification of IEEE 802.11e based Admission Control.
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Fig. 10. IEEE 802.11e wireless ad-hoc network based admission control.

support emergency traffic by tuning physical parameters i.e. Balakrish-
nan's CP-EEDCA [47], and 4) MAC protocols enhance the throughput 
performance by reducing protocol overhead i.e. Sarkar's BUMA [48]. 
Fig. 11 illustrates the classification of these MAC protocols.

The next section (i.e. Section 3.2.1, Section 3.2.2, Section 3.2.3 and 
Section 3.2.4) provide the brief review of the literature on these classifi-
cations of IEEE 802.11 MAC protocols for QoS.

7. Service differentiation

The IEEE 802.11e working group introduced a new MAC protocol 
called IEEE 802.11e [29] to support time-sensitive application and pro-
vide QoS guarantee. However, many network researchers [49–54] re-
ported that IEEE 802.11e (EDCA) does not perform well due to its high 
collision rate, or numbers of slots are going free (idle slots) and MAC/
PHY overhead. Over the last 20 years, many MAC schemes have been 
proposed to improve the throughput performance or provide the service 
differentiation by giving priority to time-sensitive applications. Most 
of the schemes are based on backoff mechanism, CW, IFS or Hybrid 
schemes to improve the performance of EDCA in medium-to-high traf-
fic load. Table 6 lists the key network researchers and their main contri-
butions in the design of wireless MAC protocols for enhancing the 
throughput performance or providing service differentiation. Column 3 
of the table shows the year when these wireless MAC protocols were de-
veloped or published. The main approaches used to design or improve 
the performance MAC protocol is highlighted in column 4.

These DCF/EDCA schemes were grouped into three main categories 
(Fig. 12). A brief description of each of the main contribution to the de-
sign of the wireless MAC protocols listed.

Younggoo et al. [55] developed an efficient MAC scheme called 
Fast Collision Resolution (FCR) to resolve the collision quickly by in-
creasing contention window size for all STAs to reduce back-off in con-
tention resolution period. FCR scheme assigns smallest window size and 
idle backoff timer to the STA having successfully transmitted the 
packet to save the idle time slots. Furthermore, it decreases the backoff 
timer exponentially as compared to linearly as specified in EDCA when 
an STA detects a number of idle slots. Younggoo, et al. [55] further 
proposed enhancement in FCR into real-time-FCR scheme to improve 
the fairness and QoS support for time-sensitive applications.

While many network researchers have worked on either MAC en-
hancement or service differentiation independently, very little work 
has been carried out by considering the combined effect of MAC en-
hancement and service differentiation of EDCA. Li. et al. [61] proposed 
dynamic priority reallocation mechanism which distributes a number 
of active nodes over traffic streams and dynamically alters CW and per-
sistence factor to address the problem of high throughput with better 
service differentiation. Similarly, Shagdar et al. [63] also investigated 
the network throughput performance with service differentiation by 
altering CW of each AC and taking channel busyness ration and number 
of nodes into account. Chen et al. [49] have proposed a high perfor-
mance distributed coordination function with QoS support (QHDC) 
scheme to enhance the performance of EDCA. QHDC works in two

Fig. 11. Classification of IEEE 802.11 MAC protocols for QoS.
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Table 6
Key researchers and their contribu tions in QoS-aware MAC protocols.

Resear cher Contribution Key concept/description Limi tation

Younggoo,
K. Y. et
al . [55]

FCR Adjusted contention
window to achieve fast
coll is ion reso lution.

FCR algori thm is
only compar ed with
that of the IEEE
802.11 MAC
algori thm.

Romdhani,
L. et 
al .[56]

Adaptive
EDCF

Dynamically adjusted the
contention of each traffic
clas s.

Reduces more than
50% the coll is ion
ra te but good-put
obtained is up to
25%.

Lin, W. et
al . [57]

M-EDCF Avoided coll is ions by
adjusting contention
window and backoff
timer.

M-EDCF limi ted for
the inter-fram e
space.

La i, Y. et
al . [58]

EDCA-LA Improved the performa nce
by adjusting backoff timer
for each access category
based on channel
conditions.

It's for cross-layer
so lution only that
works in
conjunction with a
QoS-based MAC
layer.

Jian-Xin,
W. et 
al .[59]

RAMP Reduced coll is ion by using
adaptive ra ndom CW and
AIFS va lues and as sign
different va lues to sa me
priori ty traffic at a time.

Limi ted error
feedback in a
complementar y
modula r ma nner to
achieve the output
tracking and
system robustness .

Mora es, R.
et al .
[60]

I-EDCA
Improving
EDCA

Achieved better
performa nce by tuning CW
based on channel
condition.

Limi ted for default
para meters of the
EDCA mechanism,
the number of
packet loss es and
the average packet
delays .

Li , M. et
al . [61]

QoS for LPT
Improving
QoS for low
priori ty
traffic with
high
throughput.

Achieved better
performa nce with better
QoS for low priori ty
traffic by adjusting CW
and Pers is tence Factor
(PF).

Optima l only for
sm al l problem
instances and
gr eatly outperform s
some exis ting
algori thms for
la rge problem
instances.

Liang, C.
C et al .
[62]

EDCA-CA
Contention
Adaptation

Improved EDCA
performa nce by
dynamically adjusting the
CW of traffic clas ses based
on applications
requirements.

It's limi ted for the
numeri cal model
and analys is to
veri fy the adaptive
CW scheme.

Shagdar,
O. et 
al .[63]

TM-EDCA
Providing
serv ice
differentiation
with high
throughput.

Ma ximi zed channel
capacity with better QoS
(service differentiation) by
adjusting CW of each AC
based on a number of
nodes and channel
busyness ra tio.

ACs applied only
without depending
on the number of
nodes and channel
condition.

Chen, Y. et
al . [49]

QH DCF Getting better performa nce
for high priori ty traffic
without affecting low
priori ty traffic with high
throughput.

QH DCF does not
star ve the low-
priori ty traffic.

Kosek-
Szott, K.
et al .
[64]

IPSD-EDCA Introduced a new backoff
mechanism to improve the
performa nce of EDCA and
provide serv ice
differentiation based on
AIFS and CW.

Suppor t only traffic
differentiation with
the use of traffic
priori ty-dependant
access para meters
such as AIFSN,
and CW.

Table 6 (cont inued)
Resear cher Contribution Key concept/description Limi tation

Sa nada, et
al . [65]

IT-EDCA
Improve the
throughput

Optimi se the backoff to
enhance the throughput
performa nce. The
proposed investigates the
channel condition and
optimi se the CW and
backoff mechanism.

IT-EDCA indexes
will not increase
any added load to
networks .

Syed, et
al . [66]

PI-EDCA
Enhance
throughput
performa nce

Enhance throughput
performa nce and reduced
coll is ion ra te by
optimi sing CW and adjust
backoff time based on
active STAs of each AC.

PI-EDCA increases
the coll is ion
am ongs t STAs.

modes: active mode and contention mode. The active mode used for 
data; transmitting STA will select the next transmitting STA from ac-
tive STAs based on probability class having high priority. The content 
mode follows the EDCA mechanism. Kosek-Szott et al. [64] reported a 
MAC scheme to improve the performance and provide service differen-
tiation in EDCA (IPSD-EDCA). The Scheme introduced a new backoff 
mechanism to achieve high throughput. Moreover, CWmin, CWmax 
and AIFS were also used to provide better service differentiation.

Sanada, et al. [65] investigated the wireless MAC protocol to en-
hance the throughput performance. The concept is to optimize the 
backoff mechanic. Authors investigated the channel condition and op-
timise the CW and backoff mechanism based on the traffic load. Syed 
et al. [66] developed a MAC protocol for WLANs to enhance the 
throughput performance of EDCA. The proposed scheme estimates the 
active STAs for each AC based on that, optimize the contention win-
dow and adjust the backoff time.

All these QoS Wireless Mac protocols provide service differentiation 
and enhance the performance of 802.11e (EDCA) using certain key pa-
rameters such as contention window, block acknowledgement, trans-
mit opportunity. None of them provides any QoS guarantee.

8. Service guarantee

Despite providing service differentiation, the EDCA cannot support 
strict QoS guarantee for time-sensitive applications [67]. Many efforts 
have been taken to provide QoS guarantee in EDCA. Table 7 lists the 
key network researchers and their main contributions in providing QoS 
guarantee to time critical applications. Column 3 of the table shows the 
year when these wireless MAC protocols were developed or published. 
The main mechanism approaches used to design or improve the perfor-
mance of MAC protocols is highlighted in column 4.

Many network researchers consider that QoS guarantee cannot be 
provided without defining the proper network control mechanism and 
regulating new input traffic streams into the network. Xiao, Y. et al.
[68] adapted a two-level protection mechanism to guarantee time-
sensitive applications. Authors proposed distributed admission control 
and tried-and-known mechanism; Distributed admission control mea-
sure the channel utilization on each beacon interval, and available ca-
pacity/budget is calculated. Traffic streams are not getting transmis-
sion time if their class capacity is zero. Furthermore, STAs are not al-
lowed to increase their transmission time. In addition to this tried-and-
know approach; a new STA flow is first temporarily accepted and then 
measure throughput and delay performance for some beacon interval. 
If it affects the performance and not coming on the specific require-
ments then flow is rejected. Similarly, Chen et al. [69] also proposed 
two schemes: call admission mechanism and rate control mechanism; 
call admission control is for real-time traffic and rate control for best 
effort traffic. Rate control utilizes remaining channel capacity without 
affecting the time-sensitive traffic; each STA monitors the channel 
busyness ratio and estimates the rate of the ongoing real-time traffic 
before adding the traffic. Hamidian, A. et al. [51] developed EDCA
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Fig. 12. Approaches used in the design of wireless MAC protocols for providing service differentiation.

with Resource Reservation (EDCA-RR). Authors proposed a traffic 
scheduler and admission control mechanism. Before admitting the 
time-sensitive traffic stream; calculate the schedule service interval and 
resource reservation otherwise works like EDCA. In [70] Hamidian, A. 
et enhanced EDCA-RR [51] and proposed EDCA-Distributed Resource 
Reservation (EDCA-DRR) scheme that uses a distributed approach for 
same admission control, traffic scheduling and resource reservation.

Yang et al. [71] investigated Priority Random Early Detection 
(PRED) mechanism by enhancing Random Early Detection (RED) [77]; 
PRED Alters Queue[AC] based on traffic load used scheduling mecha-
nism to give priority to each packet within the STA. Sarma et al. [72] 
proposed a Strict Priority Based QoS Aware MAC Protocol (SPQAMP) 
that gives first priority to time-sensitive STA to send the packet by as-
signing non-overlapping values to CW for time sensitive and best effort 
traffic and reset the back-off counter instead of freezing for best effort 
traffic.

Centikaya [73] developed admission control, flow-based and class-
based queuing schemes to provide QoS to different time-sensitive appli-
cations. Furthermore, each STA alters the backoff counter based on 
STA's own packet's priority and previously transmitted packet's prior-
ity to protect time-sensitive traffic. In Tadayon, N. et al. [74] ad-
dressed the inefficiency of uniform Probability Density Function (PDF) 
used by EDCA while dealing with new time-sensitive applications. Au-
thors replace Uniform PDF with G amma PDF to prioritize the time-
sensitive applications. Most of the above proposed schemes only pro-
vide QoS guarantee under low traffic load, when the traffic load is in-
creased they provide service differentiation rather than QoS guarantee. 
Here the question may arise about supporting a strict QoS guarantee 
rather than service differentiation to time-sensitive applications oper-
ating under medium to high traffic load conditions.

Mansoor, et al. [76] proposed a Feedback based Admission Control 
Unit (FACU) scheme and optimise the TXOP to improve the QoS of 
video transmission in WLANs. However, authors did not consider other 
real-time traffic such as voice or emergency. Moreover, the proposed 
scheme does not provide any QoS guarantee.

9. Emergency traffic support in QoS MAC protocols

The 802.11e (EDCA) does not provide any mechanism to prioritise 
emergency traffic [26]. Recently 802.11u-2011 [30] working group 
introduced a new standard called 802.11 u for interworking with ex-
ternal networks that also support emergency traffic over infrastruc-
ture-based WLANs but may not provide emergency traffic support over

ad-hoc WLANs. General Packet Radio Service (GPRS) and Global Sys-
tem for Mobile Communications (G SM), or any other infrastructure 
networks are highly affected by disasters. An ad-hoc networking ap-
proach will allow the relief groups to enter the disaster area and com-
municate with each other quickly [78].

Previously, schemes to support emergency traffic over WLANs have 
been proposed. Table 8 summarises the Key network researchers and 
their main contributions in the support of emergency traffic over 
WLANs. Conte et al. [79] investigated centrally controlled admission 
control of 802.11e to enable emergency call. While using admission 
control mechanism, additional information is provided to identify and 
differentiate the requests related to the emergency call. Furthermore, 
two approaches are proposed to provide additional information: use 
Emergency flag as a field in the Traffic Specification (TSPEC) element 
for the source message and second approach is create high priority 
emergency traffic class and such class information is provided by using 
Traffic Stream (TS) Information field of TSPEC with the source mes-
sage. Lu-min et al. [80] evaluated the performance of EDCA while con-
sidering emergency traffic during congestion situation; the authors pro-
posed a new AC for emergency or any other time-critical traffic. Emer-
gency traffic should be able to access the channel on a highest priority 
basis, should be capable to access the channel by breaking ongoing low 
priority transmission. To address this issue, many network researchers 
proposed channel preemption schemes [47, 81, 82, 84, 85].

Sheu, T.L. et al. scheduling scheme [81] proposed Centralized Chan-
nel preemption techniques which can be only coordinated by a central 
controller but not suitable for ad-hoc networks. Eiager et al. [82] in-
vented latency aware service opportunity (LASO) preemption channel 
scheme that curtails the on-going transmission duration of the lower 
traffic class, but if the channel is assigned for pre-allocated time dura-
tion cannot be interrupted. Balakrishnan et al. [83] proposed a channel 
preemptive EDCA (CP-EDCA) scheme to support emergency traffic in 
ad-hoc networks. Emergency traffic stream can break an ongoing ses-
sion and get the channel access by adjusting SIFS and SlotTime. This 
scheme is not suitable for a dense emergency situation where a high 
number of emergency users want to access the channel.

Son, et al. [84] investigated three types of medical traffic i.e. (1) 
medical alarm, (2) Electro Cardio-G ram (ECG), and (3) non-real-time 
traffic. Medical alarm traffic was given highest priority followed by 
ECG and non-real-time traffic. Authors developed a MAC protocol for 
WLANs to provide priority to medical traffic. An adaptive AIFS scheme 
with admission control is proposed for 802.11e (EDCA). The key con-
cept is to adjust AIFS values based on the required QoS required by
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Table 7
Key researchers and their contribu tions in providing QoS guarantee in
WLANs.

Resear cher Contribution Key concept/description Limi tation

Xiao , Y. et
al . [68]

Providing
QoS
guar antee to
voice and
video

Introduced two-level approach;
distributed admi ss ion contro l
and tried-and-know
mechanism to provide QoS
guar antee to voice and video.

Change the
connection
window size for
the deferr ing
stations.

Chen, X.
et al .
[69]

Improving
QoS
guar antee to
real -time
traffic

Proposed two schemes; call
admi ss ion contro l for real -
time traffic and ra te contro l
for best effort traffic.

Not improving
QoS for other
traffics.

Ha midian,
A. et al .
2006
[51] and 
2008 [70]

EDCA-RR
EDCA-DRR

Improved QoS guar antee by
investigating admi ss ion
contro l and traffic scheduler.
Real -time traffic reserved the
channel. The problem of
hidden STAs during reserved
TXOP is al so addressed.

It cannot provide
any serv ice
differentiation
since al l stations
have the sa me
priori ty.

Ya ng, C.
et al .
[71]

PRED Enhanced in the previously
proposed mechanism by
Floyd, S. et al . to provide
better QoS guar antee.

Scheduling
mechanism to
give priori ty.

Sa rm a, N.
et al .
[72]

SPQAMP Improved QoS guar antee by
providing non-overlapping CW
to time-sensitive traffic.

A stri ct non-
overlapping
ra nge of
contention
windows ar e
as signed to real -
time and best-
effort traffic.

Cetinkaya,
C. [73]

Providing
different
QoS to
different
real -time
traffic

Proposed admi ss ion contro l,
flow based and clas s based
queuing schemes to provide
different priori ties to different
applications.

Provide limi ted
QoS for IP
networks .

Tadayon,
N. et 
al .[74]

Improving
QoS
guar antee

Achieved better QoS guar antee
by tuning CW on the basi s of
channel' s load.

Limi tation of
Replacement for
Uniform PDF
with Gamm a
PDF.

Ferng, H.
et al .
[75]

FRRBC Investigated QoS guar antee
with fairness .

Using multiple
ma pping only
functions from
al lowances to
fixed-bit binary
numbers to
indicate different
priori ties.

Ma nsoor,
et al .
[76]

FACU Proposed admi ss ion contro l
and optimi se TXOP

FACU exploits
piggybacked
inform ation
containing.

medical traffic. The AIFS values are increased for low priority traffic if 
high priority medical traffic is not receiving the required QoS. More-
over, an admission control is introduced for low priority to provide QoS 
guarantee to the highest priority medical alarm traffic. However, the 
highest priority traffic (medical alarm) is not protected by the same 
class of traffic. The strict QoS guarantee may not be achieved in satu-
rated network conditions where a high number of nodes with medical 
alarm traffic wants to access the medium.

Preemption schemes are also proposed in other wireless networks. 
Balakrishnan, M. et al. [86] investigated EDCA based channel preemp-
tion scheme for wireless sensor networks, which claims 50% decrease in 
a delay while accessing the WM for emergency traffic. In [85] Zhou et 
al. defined control emergency channel preemption scheme for cellular 
networks. They proposed two queues: one for emergency and one for 
the public; emergency traffic has limited preemption capability.

Table 8
Key researchers and their main contributions to support emergency traffic
in WLANs.

Resear cher Contribution Key
concept/description

Limi tation

Conte, A. et
al . [79]

Enabling
Emergency
Suppor t to
802.11e

Proposed admi ss ion
contro l (Central
Contro ller) with
additional
inform ation for
802.11e to enable
emergency suppor t.

It handles only a
resource request for
an emergency call in a
well -adapted way.

Lu-ming, C.
et al . [80]

Investigating
emergency
traffic
performa nce

Investigated
performa nce of
emergency traffic
under high traffic
load. Proposed new
access category for an
emergency.

Suppor t only neural
networks and
synthetic model.

Sheu, T. L. et
al . [81]

Centra lized
channel
preemption

Defined centra lized
channel preemption
mechanism that can
only be coordinated
through a centra l
device.

Limi ted for the
bandwidth resource of
a web channel.

Eiger, M. et
al . [82]

LASO Proposed la tency
awar e serv ice
opportunity channel
preemption
mechanism for
emergency traffic.

The goal of the
scheduling method is
limi ted to meet delay
requirements of HC CA
traffic flows.

Balakr ishnan,
M. et 
al .[83]

CP-EDCA Investigated in-
channel preemption
mechanism for
emergency traffic.

It's a channel pre-
emptive enhancement
to the IEEE 802.11e
EDCA standard. It's
only for distributed
wireless
environments.

Selingnan, A.
et al .

Term inal
with
Emergency
Access

Proposed a term inal
with an emergency
access over WLAN to
LAN and other
comm unication
system.

Limi ted for few
term inal s with
emergency access .

[84] Adaptive
AIFS and
admi ss ion
contro l

Introducing a new
Adapting AIFS and
admi ss ion contro l to
provide priori ty to
medical application

The proposed
mechanism stri ctly
as sures the medical-
gr ade QoS.

10. Frame aggregation and blockack

The foundation background on TXOP, frame aggregation and 
block acknowledgement was provided. It was highlighted that IEEE 
802.11 MAC does not perform well due to protocol overhead [26, 87]. 
To enhance the performance of 802.11 MAC and reduce the overhead, 
the IEEE 802.11e MAC introduced several mechanisms and parameters 
called TXOP, block size and BlockAck. For the performance optimiza-
tion, 802.11e enhancement left these parameters open in the standard, 
for example, block size or BlockAck policies [88]. The use of a smaller 
block size increases the overhead as each time STA needs to negotiation 
before transmitting the frame. Another side, the larger block size may 
increase the error rate and results delay for real-time applications [89, 
90].

Over the last 10 years, many schemes have been proposed to en-
hance the throughput performance by reducing protocol overhead. 
Most of the schemes are based on optimizing TXOP, frame concatena-
tion and BlockAck. Table lists the key network researchers and their 
main contributions in the design of wireless MAC protocols for enhanc-
ing the throughput performance in WLANs. Column 3 of the table 
shows the year when these wireless MAC protocols were developed or
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published. The main approaches researchers used to design or improve 
the performance MAC protocol is highlighted in column 4.

These 802.11 (DCF) or 802.11e (EDCA) based schemes were 
grouped into three main categories (Fig. 13). A brief description of each 
of the main contribution to the design of the wireless MAC protocols 
listed in Table 9 is given.

Recent studies [90] have shown that 802.11e BlockAck scheme can 
enhance network throughput performance at the cost of re-sequencing 
delay at the receiving buffer.

Many MAC schemes have been proposed to reduce the transmission 
overhead, enhance the throughput performance and increase channel 
efficiency. These MAC schemes may be categorized as frames aggrega-
tion [36,61,97], optimising TXOP [96], BlockAck [91] or hybrid 
[92,94,95,98]. Sarkar and Sowerby [48] proposed a new protocol 
called Buffer Unit Multiple Access (BUMA) that combines short packets 
in a flow t o form large frames (with single header and trailer) for re-
ducing control and transmission overhead. However, BUMA is only 
suitable for UDP applications and may not provide assurance of deliv-
ery.

Azevêdo Filho, et al. [94] proposed Holding Time Aggregation 
(HTA) packet aggregation scheme for reducing the MAC transmission 
overload. In HTA, each station STA calculates the amount of time a 
packet takes for its journey and the time an application may tolerate 
the delay. Moreover, STA also considers the application requirement 
and dynamic wireless environment i.e. variable bandwidth for packet 
aggregation. However, the proposed HTA scheme is only suitable for 
UDP Applications.

IEEE 802.11n [36] standard defined t wo f rame aggregation 
schemes for achieving higher throughput at the MAC layer, Aggregate 
MAC Service Data Unit (A-MSDU) and aggregate MAC protocol data 
unit (A-MPDU). In the result of aggregation, standard 802.11 intro-
duced new frame headers. Although, these headers are smaller in the 
size as compare to legacy 802.11 but still have negative performance 
specially when added with the small payload. Moreover, network per-
formance is highly affected while transmitting the A-MSDUs due to 
lack of control subsequence frames and retransmission. To address this 
issue, Saif, et al. [93] develop a MAC scheme called minimized header 
MSDU aggregation scheme (mA-MSDU) for reducing the transmission 
overhead by aggregating MSDUs. The proposed scheme minimized 
headers overhead by optimizing the subframe aggregation headers. 
Moreover, authors also introduced implicit sequence control (ISC) as

error controller for subframes. The advantage of using ISC is to retrans-
mit only the corrupted subframes. On the other hand, Kowsar and 
Biswas [96] proposed a two-level aggregation scheme by combining A-
MSDU and A-MPDU schemes. This scheme enhances the throughput 
performance and decrease the MAC delay.

Implementation of IEEE 802.11n do not aggregate MPDU for voice 
traffic due to its specific end-to-end delay requirements. Seytnazarov 
and Kim [97] identified that the performance of the network is highly 
degraded in saturated traffic condition when multiple nodes access the 
medium for transmitting voice traffic. Authors proposed QoS aware 
adaptive A-MPDU aggregation scheme (QAA-MPDU). The QAA-
MPDU scheme optimizes throughput performance by aggregating 
MPDU for voice traffic and reducing protocol overhead.

Liu, et al. [98] first reported adaptive MAC protocol data unit (A-
MPDU) MAC scheme does not provide transmission efficiency under er-
ror-prone environment. To overcome from this problem, authors pro-
posed Adaptive A-MPDU (AA-MPDU) frame aggregation scheme. The 
AA-MPDU uses three modules; 1) the Bit Error Rate (BER), estimator to 
calculate average error rate, 2) retransmission A-MPDU Level (RAL) 
module to identify the position of lost sub-frame, and 3) theoretical 
throughput decision module which uses BET estimate and RALK mod-
ules for making decision for using frame-aggregation scheme.

Hazra and De [92] proposed a frame concatenation with block ac-
knowledgement schemes based on TXOP to enhance the throughput 
performance of EDCA and provide QoS guarantee to time-sensitive ap-
plications. However, the proposed schemes are only suitable for client-
server application e.g. transferring a file or rich multimedia applica-
tions with sending multiple picture frames. Cabral, et al. [91] opti-
mized the block acknowledgement (O-BlockAck) scheme to reduce the 
delay and increase the number of users within the network. Authors in-
vestigated the performance of O-BlockAck scheme using a single ser-
vice and a mixture of services used by the node. The empirical results 
show that fragment size 12 is more appropriate for a mixture of ser-
vices and supported users may be increased from 30 to 35within a net-
work.

Azevêdo Filho, et al. [94] proposed Holding Time Aggregation 
(HTA) packet aggregation scheme for reducing the MAC transmission 
overload. In HTA, each station STA calculates the amount of time a 
packet takes for its journey and the time an application may tolerate 
the delay. Moreover, STA also considers the application requirement 
and dynamic wireless environment i.e. variable bandwidth for packet

Fig. 13. Approaches used in the design of wireless MAC protocols to reduce transmission overhead.
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Table 9
Key researchers and their main contribu tions in the design of wireless
MAC protocols.

Resear cher Contribution Key concept/description Limi tation

Sa rkar and
Sowerby
[48]

BUMA Enhanced throughput
performa nce by
reducing transm ission
overhead.

Does not consider
TCP applications.
It is only limi ted to
UDP applications.

Ca bral , et
al . [91]

O-BlockAck Optimi sed BlockAck to
reduce delay and
increase the number of
users in the network.

Only a boundary
layer separa tion in
the hub-suction side
corner grows.

IEEE
802.11n
36]

A-MSDU
A-MPDU
Hybrid (two-
level)

Enhanced throughput
performa nce and
achieved channel
efficiency by using
va rious fram e-
aggr egation schemes

Aggr egated only into
a single MPDU

Ha zra and
De [92]

TXOP based
Fram e
Concatenation
and BlockAck
(TFCB)

Investigated fram e
concatenation and
BlockAck based on
TXOP to enhance the
performa nce and
provide QoS

It based only fram e-
concatenation with
block-
acknowledgement
scheme.

Sa if, et al .
[93]

mA-MSDU Proposed aggr egation
scheme that aggr egate
fram e header and
implemented
retransm ission contro l
over individual sub-
fram es

Headers ar e sm al l
compar ed to the
lega cy headers.

Azevêdo
Filho, et
al . [94]

HTA Investigated packet
aggr egation scheme
based on packet's
journey (source node to
destination) time and
application's delay
tolera nce.

Compar ed to another
prominent packet
aggr egation scheme.

Kim and
Cho [95]

ATA for EDCA Achieved performa nce
enhancement and
fairness by tuning TXOP
and BlockAck.

It's only for fairness
am ongs t stations
with different
multimedia
applications.

Kowsar and
Biswas
[96]

Two-level
aggr egation

Optimi sed throughput
performa nce by
aggr egating A-MSDU
and A-MPDU.

Analysed its
performa nce by
using only
simula tion in multi-
client mode.

Seytnazarov
and Kim
[97]

QAA-MPDU Enhanced throughput
performa nce by
aggr egation MPDU for
voice traffic

Less nodes
transm itting. It's
only for A-MPDU
aggr egation.

Liu, et al .
[98]

Adaptive A-
MPDU

Investigated
retransm ission scheme
with two-level fram e
aggr egation

A-MPDU
retransm ission
scheme can achieve
only higher
throughput and
medium access
contro l (MAC) layer
efficiency.

aggregation. However, the proposed HTA scheme is only suitable for 
UDP Applications.

Many researchers investigated TXOP for enhancing the throughput 
performance and reducing protocol overhead. Feng, et al. [99] pro-
posed random early detection transmit opportunity (RED-TXOP). Au-
thors tune the TXOP dynamically for optimizing the throughput perfor-
mance of multimedia traffic.

Kim and Cho [95] investigated an adaptive TXOP allocation (ATA) 
scheme for EDCA to enhance the performance and provide fairness. In 
the proposed scheme, each station decides (increase or decrease) TXOP 
interval based on traffic load and delay bound required by the applica-
tion. An STA increases TXOP interval in two conditions. First, STA in-

creases its TXOP to satisfy the QoS guarantee required by its packet
queue. Second, when the traffic load is low.

11. Wireless MAC performance issues

Previous research demonstrated that most of the proposed MAC
schemes target for throughput enhancement or service differentiation
by adjusting IFS and CW. In addition to service differentiation, many
MAC schemes have been proposed to provide the QoS guarantee. How-
ever, none of them provides strict QoS guarantee. Furthermore, little re-
search has been conducted in the area of emergency traffic support over
WLAN.

Moreover, A lack of a suitable framework to support emergency
traffic in the dense emergency situation, such as a disaster where a high
number of nodes reporting an emergency. The proposed research aims
to develop a robust framework to provide a strict QoS guarantee for
time-sensitive applications and to support emergency traffic by en-
hancing 802.11e.

12. Design challenges for distributed wireless MAC protocols

Designing a distribute wireless MAC protocol is really a challenging 
task due to: shared medium at the Local Area Network (LAN) level, 
providing QoS guarantee under high traffic load; supporting emer-
gency traffic; node mobility, probabilistic nature of wireless medium. 
Shared medium: At the LAN level, all the stations shared the common 
channel. Without proper channel access mechanism, multiple STAs may 
access the channel simultaneously for transmitting the packet and in 
the result lead to packet collision and delay.

Providing QoS guarantee: STAs with real-time multimedia or emer-
gency traffic require QoS guarantee. The increasing number of STAs on 
a particular channel (high traffic load) increase the chances of simulta-
neous packet transmission from multiple STAs and lead the collision. In 
such scenario, QoS guarantee may not be provided to any time-
sensitive application without proper admittance control mechanism. 
Node mobility: A wireless STA in the network may move independently 
and randomly which may increase the distance between sender and re-
ceiver STAs. Variations in the distance may affect the QoS and overall 
network performance.

Due to the probabilistic nature of the wireless medium, designing a 
MAC protocol as various problems to solve. The main challenge is to 
control the share wireless medium. A key LAN issue is controlling sta-
tion access to a common channel. Without proper access control, two or 
more stations may transmit simultaneously resulting in packet colli-
sions and delay. The characteristics of the shared wireless medium do 
not provide a unified view of the medium to all nodes due to the physi-
cal differences between wired and wireless communication.

13. Future research direction industrial integration and 
industrial standards

The IEEE 802.11 WLAN network is a wireless Ethernet, play an im-
portant function in the Industrial Integration and Industrial Standards. 
WLAN is based on Link Layer (LL). LL is divided into Logical Link Con-
trol (LLC) and Medium Access Control (MAC) sub-layer categorizes 
with two functions, Distributed Coordination Function (DCF) and 
Point Coordination Function (PCF) [9]. IEEE 802.11 [114] standards 
802.11a support 5 G Hz frequency band and 54 Mbps data rate, 
802.11b support 2.4 GHz frequency and 11Mpbs data rate, 802.11 g 
support 2.4 GHz frequency band and data rate 54 Mbps. Details are as 
in Table 10 [119–122].

VoIP WLAN Industrial Integration networks have observed a fastest
growth in the world of industrial communication. WLAN is most assur-
ing technologies amongst wireless networks, which have been facili-
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Table 10
WLAN Indu strial Integration and Indu strial Standards [119 ].

IEEE 802.11a IEEE 802.11b IEEE 802.11g

Data Ra tes 54Mbps 11Mbps 54Mbps
Frequency 5GHz 2.4GHz 2.4GHz

tated high-rate voice services at very less cost and flexibility over IP-
based networks [126].

Fig. 14 shows a VoIP over WLAN industrial integration architec-
ture system with two voice sources from VoIP traffic server. WLAN 
networks support both wired and wireless applications for industrial 
Integrations. Voice sources are given two traffic paths; One is Access 
Point-A (AP-A) and another is Access Point-B (AP-B) with Basic Ser-
vice Set (BSS) and Extended Service Set (ESS). VoIP gives a number 
of real-time VoIP sessions in the WLAN networks. An AP for industrial 
integration can support (10) to (16) Mobile Nodes (MN) over 802.11b 
on G .711 codec technique over infrastructure architecture network. 
Normally, an AP is positioned as a central direction with communica-
tion MN over WLAN networks. The bidirectional communication de-
scribes the uplink voice flow transmitted by the VoIP client and the 
downlink voice flow transmitted by the AP. The AP is usually present 
as the gateway between the wired node and the wireless node VoIP 
clients.

A WIA-FA is a recently released Internationalelectro Technical
Commission (IEC) standards (IEC 62948 [123]) in 2017 for factory 
automation and is expected to see a wide range of applications in 
industrial sensing and control, such as digital workshop, 
Automated G uided Vehicles (AG Vs), and industrial robot 
cooperation.

B FlexWARE This protocol is the result of the efforts carried out
within an EU-funded international project [124], whose goal was 
to define an original system architecture for the industrial 
automation scenarios, where the communication infrastructure is 
based over the IEEE 802.11 wireless networks [125].

14. Conclusion

This survey paper for providing Quality of Sevice (QoS) guarantee
and supporting emergency traffic in wireless QoS Medium Access Con-
trol (MAC) protocols was presented. The paper reveals that IEEE
802.11e Enhanced Distributed Channel Access (EDCA) does not have
inherent emergency traffic support. Moreover, it neither provides QoS
guarantee nor works well under medium to high traffic load. Therefore,
many QoS MAC schemes proposed by network researchers to enhance

Fig. 14. VoIP over WLAN Industrial Integration Architecture System.

the performance of 802.11e EDCA. However, most of the QoS schemes
have focused on either network throughput enhancement or service dif-
ferentiation by adjusting the Contention Window (CW) or Inter-Frame
Spaces (IFS). While many efforts have been put in to provide QoS guar-
antee in EDCA, but they do not provide strict QoS guarantee especially
under medium to high traffic loads. Additionally, there is not enough
research published in the area of emergency traffic over Wireless LANs
(WLANs). Therefore, a research on developing techniques to provide a
strict QoS guarantee as well as support for emergency traffic is required
in such systems. As for as future work is concern, it will modify WLAN
MAC and it will propose schemes to reduce the protocol transmission
overhead, accommodate the enlarge variety of emergency nodes over
the network.

Declaration of Competing Interest

The authors declare no conflict of interest.

Acknowledgement

The survey paper collaboration amongst Auckland Institute of
Studies, New Zealand, Auckland University of Technology, New
Zealand, and University Malaysia Sabah, KK, Sabah, Malaysia, Fed-
eral University of Piauí (UFPI), Teresina - Pi, Brazil, and Instituto de
Telecomunicações, Portugal. The authors would like to thanks Profes-
sor Dr. Yong-Jin Park (IEEE Life member) Former Director IEEE Region
10 for his expertise in Wireless Local Area Network (WLAN), Internet of
Things (IoT) & Future Networks, his valuable comments and sugges-
tions to improve the quality of the paper. This work was partially sup-
ported by under the grant scheme GUG0072-SG-2/2016 and the Fac-
ulty of Computing and Informatics, University Malaysia Sabah, 88400
Kota Kinabalu, Sabah, Malaysia. Furthermore, this work is also par-
tially funded by FCT/MCTES through national funds and when applic-
able co-funded EU funds under the Project UIDB/50008/2020; and by
Brazilian National Council for Scientific and Technological Develop-
ment - CNPq, via Grant No. 309335/2017–5.

References

[1] K. Nisa r, A. Amphaw an, S. Ha ss an, N.I. Sa rk ar , A comp rehensive surv ey on 
scheduler for VoIP over WLANs, J. Netw. Comp ut. Appl. (JNCA), Norm an, 
OK , USA 36 (2) (2013) 933–948 ISSN: 1084-8045.

[2] A. G upta, R. K. Gangwa  r, Dual -band circular ly pola ri zed aperture coupled 
rectangula r dielectric reso nator antenna for wireless application, IEEE Access 
6 (2018) 11388–11396.

[3] A. Balchunas, Introduction to Qo S, Ob stacles to Netw. Comm un. 21 (1)
(2018) 1–5 Access ed onAvai la ble https: //www. ro uteral ley. com/guides/qos_ 
intro. pdf.

[4] A.A. Khan, M. Ha izal , S. Aqeel, J. Nasi r, Dual -band MIMO dielectric reso 
nator antenna for WiMAX/WLAN applications, IET Mi crowav es Antennas 
Propag ation 11 (1) (2017) 113–120.

[5] ITU-T Telecommun icat ion St an da rdizat ion Sector of ITU, 1994.
[6] ITU-T, Seri es E: overal l networ k operation, telephone serv ice, serv ice 

operation and huma n factor s, in Qual ity of telecomm unication serv ices: 
concepts, mo dels , objectives and dependability planning – Term s and 
definitions rela ted to the qual ity of telecomm unication serv ices, Sep. 2008 
2008.

[7] S. M. Ob ai dat, M. Denko, I. Wounga ng, Perv as ive Comp uting and Networ 
king, John Will ey and Sons, Ltd, USA, 2011.

[8] M. Al-Shugra n, O. Ghazal  i, S. Ha ss an, K. Nisa r, A.S. B.C. M. Arif, A qual 
itative comp ar is on eval uation of the gr eedy forw ar ding stra tegi es in mo bile 
ad hoc networ ks , J. Netw. Comp ut. Appl. (JNCA), Norm an, OK , USA 36 (2) 
(2013) 887–897.

[9] K. Nisa r, S. Ha ss an, M. M. Ka dhum, A Novel Voice Priori ty Queue (VPQ) 
scheduler and al gori thm for VoIP over WLAN networ k, J. Telecomm un. 
Electr. Comp ut. Eng. (JTEC), UTeM, Mela ka , Ma la ys ia 3 (2) (2011) 79–94 
ISSN: 2180-1843, eISS N: 2289-8131.

[10] S. K. Memo n, K. Nisa r, W. Ahma d, Perfor ma nce eval uation of densely 
deployed WLANs using directional and om ni-directional antennas , The Fifth 
International Co nference on Comp utational Science and Technology (ICC ST 
2018), Kota Ki nabalu, Ma la ys ia , 2018, pp. 369–378 the Lecture Notes in 
Electrical Engi neering Spri nger book seri es (LNEE, volume 481)ISBN: 
978-981132621-9, https: //doi. or g/10.1007/978-981-13-2622-6_36.

[11] K. Nisa r, M. H. A. Hi ja zi, and IA. La wa l, A new mo del of application

14

http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0001
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0001
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0001
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0002
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0002
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0002
https://www.routeralley.com/guides/qos_intro.pdf
https://www.routeralley.com/guides/qos_intro.pdf
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0004
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0004
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0004
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0007
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0007
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0008
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0008
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0008
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0008
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0009
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0009
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0009
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0009
https://doi.org/10.1007/978-981-13-2622-6_36


response time for VoIP over WLAN and Fixed WiMAX, The Second
International Conference on Computing Technology and Inform ation
Ma nagement (ICC TIM2015), Universi ti Tun Huss ein Onn Ma lays ia , Johor,
Ma lays ia , pp. 174–179, 21-23, Apri l 20

[12] K. Nisa r, A. Sa udi, Sm ar t Home: multis enso r Inform ation Fusi on Towa rds 
Better Heal thcare, Adv. Sci. Lett. 24 (3) (2018) 1896–1901 Am erican Scientific 
Publis hers , USAISS N 1936-6612, https: //doi. or g/10.1166/as l. 2018.11184.

[13] J. Shuja, R. W. Ahma d, A. G ani, A.I.A. Ahmed, A. Si ddiqa, K. Nisa r, S. U. 
Khan, A.Y. Zoma ya , G reening emergi ng IT technologi es: techniques and 
practices, J. Internet Serv . Appl. (JISA) 8 (9) (2017) 01–11 Spri nger, London, 
United Ki ngdom, https: //doi. or g/10.1186/s13174-017-0060-5.

[14] N.I. Sa rk ar , A.X. -. Kuang, K. Nisa r, A. Amphaw an, Perfor ma nce studies of 
integr ated networ k scenar ios in a hospital enviro nment, Int. J. Inf. Comm un. 
Technol. Hum. Development (IJICTHD) 6 (1) (2014) 35–68, https: //doi. or 
g/10.4018/ij icthd.2014010103.

[15] J. Mi rk ovic, G . Or fanos, H. -. J. Reumerma n, D. Denteneer, A MAC Protocol 
for MIMO Based IEEE 802.11 Wireless Local Area Networ ks , IEEE Wireless 
Comm unications and Networ king Co nference, 2007, pp. 2131–2136.

[16] C. -. Y. Wang, H. -. Y. Wei, IEEE 802.11 n MAC enhancement and perfor ma nce 
eval uation, Mob. Netw. Appl. 14 (6) (2009) 760–771.

[17] L. Xi ong, G . Ma o, Perfor ma nce anal ys is of IEEE 802.11 DCF with data ra te 
sw itching, IEEE Comm un. Lett. 11 (9) (2007).

[18] Q. Ca o, T. Li, D. Leith, Achieving fair ness in loss y 802.11 e wireless multi-
hop mesh networ ks , IEEE 6th International Co nference on Mobile Adhoc and 
Sensor Sy stems, IEEE, 2009, pp. 645–650.

[19] P. Dini, O. Font-Bach, J. Ma ngues-Bafall uy, Experi mental anal ys is of VoIP 
call qual ity suppor t in IEEE 802.11 DCF, The 6th International Sy mp os ium on 
Comm unication Sy stems, Networ ks and Digi tal Si gnal Processi ng, IEEE, 2008, 
pp. 443–447.

[20] T. Li, Q. Ni, T. Turl etti, Y. Xi ao , Perfor ma nce anal ys is of the IEEE 802.11e 
block ACK scheme in a nois y channel, The 2nd International Co nference on 
Broa dband Networ ks , IEEE, 2005, pp. 511–517.

[21] Q. Ni, T. Li, T. Turl etti, Y. Xi ao , Sa tura tion thro ughput anal ys is of erro r-
prone 802.11 wireless networ ks , J. Wireless Comm un. Mob. Comp ut. 5 (8)
(2005) 945–956.

[22] IEEE 802.11 Stand. for Wireless LAN Medium Access Co ntro l (MAC) and Phys 
ical La yer (PHY ) specifications, New Yo rk 1997.

[23] IEEE Std. 802.11a WG /D5.0, Part II: wireless LAN medium access contro l 
(MAC) and phys ical la yer (PHY ) specifications: high-speed phys ical la yer in 
the 5G Hz band, New Yo rk 1999.

[24] IEEE Std. 802.11b WG , Part II: wireless LAN medium access contro l (MAC) 
and phys ical la yer (PHY ) specifications: high-speed phys ical la yer extension in 
the 2.4G Hz band, New Yo rk 1999.

[25] IEEE 802.11g WG . Amendment to IEEE Std 802.11, 1999 Edn. (Reaff 2003) as 
am ended by IEEE Stds 802.11a-1999, 802.11b-1999, 802.11b-1999/Co r
1-2001, and 802.11d-2001. IEEE 802.11g Standard, New Yo rk 2003.

[26] IEEE Std. 802.11-2007, IEEE Standard for Inform ation Technology -Telecomm 
unications and inform ation exchange between sy stems - local and metropolitan 
ar ea networ ks - specific requir ements - part:11: Wireless Medium Access Co 
ntro l (MAC) and Phys ical La yer (Phy) Specifications,
(Revis ion of IEEE 802.11-1999), New Yo rk 2007, Avai la ble: http://standards. 
ieee.or g/getieee802/download/802.11e.

[27] I. W. G roup, IEEE Project - 802.11ax - Standard for Inform ation Technology
– Telecomm unications and Inform ation Exchange Between Sy stems Local and 
Metropolitan Area Networ ks – Specific Requir ements Part 11: wireless LAN 
Medium Access Co ntro l (MAC) and Phys ical La yer (PHY ) Specifications 
Amendment Enhancements for Hi gh Efficiency WLAN.

[28] IEEE Std. 802.11i-2004. IEEE Standard for Inform ation Technology : telecomm 
unications and Inform ation Exchange between Sy stems, LAN/MAN-Specific 
Requir ements Part II: wireless LAN Medium Access Co ntro l (MAC) and Phys 
ical La yer (PHY ) Specifications, Amendment 6: MAC Securi ty Requir ements, 
ed, 2004.

[29] IEEE Std. 802.11e-2005, IEEE Standard for Inform ation Technology -
Telecomm unications and inform ation exchange between sy stems - Local and 
metropolitan ar ea networ ks - Specific requir ements Part 11: wireless LAN 
Medium Access Co ntro l (MAC) and Phys ical La yer (PHY ) specifications 
Amendment 8: medium Access Co ntro l (MAC) Qual ity of Serv ice 
Enhancements, New Yo rk 2005.

[30] IEEE Std. 802.11u-2011, IEEE Standard for Inform ation Technology -
Telecomm unications and inform ation exchange between sy stems - local and 
metropolitan ar ea networ ks - specific requir ements - part:11: Wireless 
Medium Access Co ntro l (MAC) and Phys ical La yer (Phy) Specifications, 
Amendment 9: interw or king with External Networ ks , New Yo rk February 
2011, Avai la ble: http://standards. ieee.or g/getieee802/download/802.11e.

[31] P. Agra wa l, A. Sa rk eja, A Surv ey on Op timum Neig hbour Discovery 
Techniques in Mobile Ad-hoc Networ ks , Int. J. Comp ut. Appl. 162 (12)
(2017).

[32] J. Loo, J.L. Ma uri, J.H. Or tiz, Mobile Ad Ho c networ ks : Curr ent Status and 
Future Trends, CR C Press, 2016.

[33] H. Ka zemi tabar, S. Ahmed, K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, A comp 
rehensive review on VoIP over Wireless LAN networ ks , Proc. Int. J. Comp ut. 
Sci. Lett. (IJCSL ), ISSR J. 2 (2) (2010) 22–38.

[34] K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, An Efficient Voice Priori ty Queue (VPQ) 
scheduler ar chitectures and al gori thm for VoIP over WLAN networ ks , Int. J. 
Comp ut. Sci. Lett. (IJCSL ), ISSR Journals 2 (2) (2010) 1–13.

[35] K. Jong-Ok , H. Tode, K. Mura ka mi , Fr iendly coexis tence of voice and data 
traffic in IEEE 802.11 WLANs, IEEE Trans. Co nsum. Electron. 52 (2) (2006) 
347–354.

[36] K. Nisa r, N.I. Sa rk ar , H. Chieng, Modell ing and perfor ma nce studies of ATM 
networ ks over Emai l, FTP, Voice & Video, Int. J. Adv. Perv as ive Ubiquitous 
Comp ut. (IJAPUC) 4 (2) (2012) 16–25 IG I G lobal Publis hers , Hers hey, PA, 
USA, https: //doi. or g/10.4018/ja puc.2012040102.

[37] IEEE Std. 802. 1D-2004. IEEE Standard for Local and Metropolitan Area 
Networ ks : media Access Co ntro l (MAC) Bridges, New Yo rk 2004.

[38] X. Ya ng, Qo S guar antee and provis ioning at the contention-based wireless 
MAC la yer in the IEEE 802.11e wireless LANs, IEEE Wirel. Comm un. 13 (1)
(2006) 14–21.

[39] H. T. Cheng, H. Jiang, W. Zhuang, Distri buted medium access contro l for 
wireless mesh networ ks , Journal of Wireless Comm unications and Mobile 
Comp uting 6 (6) (2006) 845–864.

[40] E.G . Va rthis, D.I. Fotiadis , A comp ar is on of stop-and-wa it and go-back-N 
ARQ schemes for IEEE 802.11 e wireless infrar ed networ ks , Comp ut. Comm 
un. 29 (8) (2006) 1015–1025.

[41] K. Nisa r, Voice Priori ty Queue Scheduling Sy stem Models for VoIP over 
WLANs, Int. J. Inf. Comm un. Technol. Hum. Dev. (IJICTHD) 5 (1) (2013) 36–
59 IG I G lobal Publis hers , Hers hey, PA, USA, https: //doi. or g/10.4018/
jicthd.2013010103.

[42] C. Jian, J. Jie, W. Yi ng-you, Z. Da-zhe, L. Ji-ren, Op timi zation of Reso urce 
Allocation in Multi-ra dio Multi-channel Wireless Mesh Networ ks , Hy brid 
Intell ig ent Sy stems, 2009. HIS ’09. Ninth International Co nference on, 2009, 
pp. 240–244 vol. 2.

[43] D. G ao, J. Ca i, K. N. Ngan, Admi ss ion contro l in IEEE 802.11 e wireless LANs, 
J. IEEE Networ k 19 (4) (2005) 6–13.

[44] L. Khoukhi, H. Badis, L. Merg hem-Boulahia , M. Esseghir , Admi ss ion contro l 
in wireless ad hoc networ ks : a surv ey, EURASIP J. Wirel. Comm un. Netw. 
2013 (1) (2013) 109.

[45] L. H. Ii, R. Tafazoll i, Admi ss ion contro l schemes for 802.11-based multi-hop 
mo bile ad hoc networ ks : a surv ey, IEEE Comm un. Surv . Tut. 11 (4) (2009).

[46] K. Nisa r, I.A. La wa l, K. Abuals aud, T.M. El-Fouly, A New WDM Application 
Response Time in WLAN Networ k and Fixed WiMAX using Distri buted, The 
11th ACS/IEEE International Co nference on Comp uter Sy stems and 
Applications (AICCS A’ 2014), Doha, Qa tar, Novemb er 10-13, 2014, pp. 781–
787, https: //doi. or g/10.1109/AICC SA.2014.7073280.

[47] M. Bala kr is hnan, D. Benhaddou, Y. Xi ao jing, D. Gurk  an, Channel preemp 
tive EDCA for emergency medium access in distri buted wireless networ ks , 
IEEE Trans. Wireless Comm un. 8 (12) (2009) 5743–5748.

[48] N.I. Sa rk ar , K. W. Sowerby, Buffer unit multiple access (BUMA) protocol: an 
enhancement to IEEE 802.11b DCF, the IEEE G lobal Telecomm unications Co 
nference (GLO  BECO M ’05), St. Louis, USA, 5, IEEE Comm unication Society, 
2005, pp. 2584–2588.

[49] W.R. S. Os ma n, K. Nisa r, A.M. M. Altrad, Eval uation of Broa dband PLC 
Technology over Ma la ys ia ’s Indoor Power Line Networ k, 2nd International 
conference on electronic Desi gn (ICED), Penang, Ma la ys ia , 2014, pp. 275–
280, https: //doi. or g/10.1109/ICED.2014.7015813.

[50] P.E. Engels tad and O. N. Os terbo, Non-Sa tura tion and Sa tura tion Anal ys is of 
IEEE 802.11e EDCA with Star va tion Prediction, in In Proc eedings of ACM MS 
WiM' 05, New Yo rk , 2005.

[51] A. Ha mi dian, U. Korner, An enhancement to the IEEE 802.11e EDCA 
providing Qo S guar antees, Spec. Issue 33 (2–3) (2006) 195–212.

[52] D.J. He, C. Q. Shen, Si mula tion study of IEEE 802.11e EDCF , The 57th IEEE 
Semi annual Co nference on Vehicula r Technology , 1, 2003, pp. 685–689.

[53] P.E. Engels tad, O. N. Os terbo, Anal ys is of the total dela y of IEEE 802.11e 
EDCA and 802.11 DCF, IEEE International Co nference on Comm unication, 2, 
2006, pp. 552–559.

[54] K. Zhen-ning, D.H. K. Tsang, B. Bensao u, G . Deyun, Perfor ma nce anal ys is of 
IEEE 802.11e contention-based channel access , IEEE J. Sel. Areas Comm un. 
22 (10) (2004) 2095–2106.

[55] K. Yo ungg oo, F. Yuguang, H. La tchman, Desi gn of MAC protocols with fast 
coll is ion reso lution for wireless local ar ea networ ks , IEEE Trans. Wireless 
Comm un. 3 (3) (2004) 793–807.

[56] L. Romdhani, N. Qi ang, T. Turl etti, Adaptive EDCF : enhanced serv ice 
differentiation for IEEE 802.11 wireless ad-hoc networ ks , Proceedings IEEE 
Wireless Comm unications and Networ king Co nference, 2, 2003, pp. 1373–
1378 vol. 2.

[57] W.-. Y. Lin, J.-. S. Wu, Modified EDCF to im prove the perfor ma nce of IEEE 
802.11e WLAN, Comp ut. Comm un. 30 (4) (26 February 2007) 841–848.

[58] Y. C. La i, Y. H. Yeh, C. L. Wang, Dynami c backoff time adjustment with 
considering channel condition for IEEE 802.11e EDCA, Inf. Netw. 5200
(2008) 445–454.

[59] W. Jian-xi n, S. MAKF ILE, J. Li, A ra ndom adaptive method to adjust MAC 
para meters in IEEE802.11e WLAN, Wireless Netw. 16 (3) (2009) 629–634.

[60] R. Mora es, P. Portugal , F. Va sq ues, R. F. Custodio, Assess ment of the IEEE 
802.11e EDCA protocol limi tations when deal ing with real -time comm 
unication, EURASIP J. Wirel. Comm un. Netw. 2010 (2010).

[61] Y. Li, I. Chen, Desi gn and perfor ma nce anal ys is of mo bility ma nagement 
schemes based on pointer forw ar ding for wireless mesh networ ks , IEEE 
Trans. Mob. Comp ut. (99) (2010) vol. PPpp. 1-1.

[62] C. C. Liang, S. W. Pan, J.S. Wu, A sustai ned Qo S so lution by contention 
adaptation in IEEE 802.11e wireless LANs, WSEAS Trans. Comm un. 10 (10)
(2011).

[63] O. Shag dar, et al ., Thro ughput ma xi mi zation and networ k-wide serv ice

15

https://doi.org/10.1166/asl.2018.11184
https://doi.org/10.1166/asl.2018.11184
https://doi.org/10.1186/s13174-017-0060-5
https://doi.org/10.4018/ijicthd.2014010103
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0015
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0015
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0015
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0016
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0016
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0017
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0017
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0018
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0018
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0018
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0019
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0019
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0019
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0019
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0020
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0020
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0020
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0021
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0021
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0021
http://standards.ieee.org/getieee802/download/802.11e
http://standards.ieee.org/getieee802/download/802.11e
http://standards.ieee.org/getieee802/download/802.11e
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0031
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0031
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0031
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0032
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0032
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0033
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0033
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0033
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0034
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0034
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0034
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0035
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0035
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0035
https://doi.org/10.4018/japuc.2012040102
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0038
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0038
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0038
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0039
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0039
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0039
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0040
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0040
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0040
https://doi.org/10.4018/jicthd.2013010103
https://doi.org/10.4018/jicthd.2013010103
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0042
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0042
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0042
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0042
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0043
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0043
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0044
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0044
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0044
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0045
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0045
https://doi.org/10.1109/AICCSA.2014.7073280
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0047
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0047
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0047
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0048
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0048
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0048
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0048
https://doi.org/10.1109/ICED.2014.7015813
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0051
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0051
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0052
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0052
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0053
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0053
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0053
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0054
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0054
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0054
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0055
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0055
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0055
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0056
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0056
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0056
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0056
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0057
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0057
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0058
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0058
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0058
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0059
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0059
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0060
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0060
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0060
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0061
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0061
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0061
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0062
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0062
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0062
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0063


differentiation for IEEE802.11e WLAN, International Co nference on Comm 
unications and Inform ation Technology (ICC IT), 2011, 2011, pp. 43–46.

[64] K. Kosek-Szott, M. Natkaniec, A.R. Pach, A si mp le but accura te thro ughput 
mo del for IEEE 802.11 EDCA in sa tura tion and non-sa tura tion conditions, 
Comp ut. Netw. 55 (3) (February 2011) 622–635.

[65] T. Sa nada, X. Tian, T. Ok uda, T. Ideguchi, Estima ting the numb er of nodes in 
WLANs to im prove thro ughput and Qo S, IEICE Trans. Inf. Sy st. 99 (1)(2016) 
10–20.

[66] I. Sy ed, S. -h. Shin, B.-h. Roh, M. Adnan, Perfor ma nce im provement of Qo S-
enabled WLANs using adaptive contention window backoff al gori thm, J. IEEE 
Sy st. (99) (2017).

[67] S. Choi, J. Prado, N. Shanka r, S. Ma ngold, IEEE 802.11 e contention-based 
channel access (EDCF) perfor ma nce eval uation, IEEE International Co nference 
on Comm unications, 2, 2003, pp. 1151–1156.

[68] Y. Xi ao , Co ncatenation and pigg yback mechanis ms for the IEEE 802.11 MAC, 
the IEEE Wireless Comm unications and Networ king Co nference
(WCNC ’04), 3, IEEE Comm unications Society, 2004, pp. 1642–1647.

[69] C. Bo, W. Changhong, G . Xi ue, Resear ch on the intell ig ent ag ent of distri 
buted fault diag nose sy stem, Firs t International Sy mp os ium on Sy stems and 
Co ntro l in Aero space and Astronautics, 2006, pp. 1–4.

[70] A. Ha mi dian, U. Korner, Extending EDCA with distri buted reso urce reserv 
ation for Qo S guar antees, Telecomm un. Sy st. 39 (3–4) (2008) 187–194.

[71] C. C. Ya ng, L. Jheng Si an, L. Ruei Yi , L. Shang-Yo , W. Jyh-Ho rng, Qo S 
Perfor ma nce Im provement for WLAN Using Priori ty Ra ndom Earl y Detection, 
International Co nference on Wireless Comm unications, Networ king and 
Mobile Comp uting, Shanghai , 2007, pp. 1996–1999.

[72] N. Sa rm a, A. Si ngh, S. Nandi, A stri ct priori ty based Qo S-Awar e MAC 
protocol for mo bile ad hoc networ ks , Distri b. Comp ut. Internet Technol. 
5375/2009 (2009) 121–132.

[73] C. Cetinkay a, Serv ice differentiation mechanis ms for WLANs, Ad Ho c Netw 8 
(1) (2009) 46–62 2010.

[74] N. Tadayon, S. Zoka ei, E. Aska ri , A novel priori tization scheme to im prove 
Qo S in IEEE 802.11e networ ks , EURASIP J. Comp ut. Sy st. Netw. Comm un. 
2010 (2010).

[75] H. Ferng, C. Setiadji , A. Leonav ich, Fa ir ro und ro bin binary countdown to 
achieve Qo S guar antee and fair ness in WLANs, Wireless Netw. 17 (5) (2011) 
1259–1271.

[76] A.M. Ma nsoor, M. A. Al-Ma qr i, A.Q. Sa bri, H. Jala b, A.W.A. Wahab, W. ka 
htan Al-kopati, A Feedback-based Admi ss ion Co ntro l Unit for Qo S provis ion 
of video Transm is si on over WLANs, IEEE Comp uting and Comm unication 
Work shop and Co nference (CCWC), 2017, pp. 1–6.

[77] S. Floyd, V. Jacobson, Ra ndom earl y detection ga tewa ys for congestion av 
oidance, IEEE/ACM Trans. Networ king 1 (1) (1993).

[78] F. Ho eksema , M. Hesk am p, R. Schiphor st, K. Sl ump, A node ar chitecture for 
disa ster relief networ king, The IEEE Sy mp os ium on New Fr ontiers in Dynami 
c Spectrum Access Networ ks , Baltim or e, MD, USA, 2005, pp. 577–584.

[79] A. Al-Ma as hri, M. Ou ld-Khao ua, Perfor ma nce anal ys is of MANET ro uting 
protocols in the presence of self-si mi la r traffic, the 31st IEEE Co nference on 
Local Comp uter Networ ks , 2006, pp. 801–807.

[80] C. Lu-mi ng, O. Ka zunori , K. Toshihiko, C. Xi ng-yl , Perfor ma nce eval uation on 
IEEE 802.11e considering emergency call s in congested si tuation, J. China 
Univ. Posts Telecomm un. 14 (1) (2007) 50–59.

[81] T.L. Sheu, Y. J. Wu, B. Li, A genera lized channel preemp tion mo del for 
multicla ss traffic in mo bile wireless networ ks , IEEE Trans. Veh. Technol. 56
(5) (2007) 2723–2732.

[82] M. Eiger, M. Elao ud, and R. RM or era, La tency Awar e Serv ice Op portunity 
Window Based Scheduling, United States, 2008.

[83] M. Bala kr is hnan, D. Benhaddou, Y. Xi ao jing, CP-EDCA anal ys is under real is 
tic wireless channel conditions, IEEE Mi litary Comm unications Co nference, 
2009, pp. 1–6.

[84] S. Son, K. -. J. Park , E.-. C. Park , Medical-gr ade channel access and admi ss 
ion contro l in 802.11 e EDCA for heal thcare applications, PLoS One 11 (8) 
(2016) e0160052.

[85] Z. Jiazhen, C. C. Bear d, A Co ntro ll ed Preemp tion Scheme for Emergency 
Applications in Cell ular Networ ks , IEEE Trans. Veh. Technol. 58 (7) (2009) 
3753–3764.

[86] M. Bala kr is hnan, D. Benhaddou, Y. Xi ao jing, D. Gurk  an, Serv ice preemp 
tions for guar anteed emergency medium access in Wireless Sensor Networ ks , 
IEEE Co nference on Mi litary Comm unications (MILCO M), 2008, pp. 1–7.

[87] N.I. Sa rk ar , The im pact of transm is si on overheads on IEEE 802.11 thro 
ughput: anal ys is and si mula tion, J. Sel. Areas Telecomm un. (JSAT) 2
(3) (2011) 49–55.

[88] L. Gelm  an, Adva nces in Electrical Engi neering and Comp utational Science, 
Spri nger Science & Busi ness Media, 2009.

[89] Y. Kim, S. Choi, K. Jang, H. Hwang, Thro ughput enhancement of IEEE 802. 
11 WLAN via fram e ag gr egation, IEEE 60th vehicula r technology conference, 
4, IEEE, 2004, pp. 3030–3034.

[90] H. Lee, I. Tinnir ello, J. Yu, S. Choi, A perfor ma nce anal ys is of block ACK 
scheme for IEEE 802.11e networ ks , Comp ut. Netw. 54 (14) (2010)
2468–2481.

[91] O. Ca bral , A. Sega rr a, F. Velez, A. Mi hovs ka , N.R. Pras ad, Op timi zation of 
multi-serv ice IEEE802. 11e block acknowledgement, IEEE Ra dio and

[92] P.K. Ha zra, A. De, Perfor ma nce anal ys is of IEEE 802.11 e EDCA with Qo S 
enhancements thro ugh TXOP based fram e-concatenation and block-
acknowledgement, Intl. J. Adv. Tech 2 (4) (2011) 542–560.

[93] A. Sa if, M. Othman, S. Subram ania m, N.A.W.A. Ha mi d, An enhanced A-
MSDU fram e ag gr egation scheme for 802.11 n wireless networ ks , Wireless 
Pers . Comm un. 66 (4) (2012) 683–706.

[94] P.H. Azevêdo Filho, M. F. Ca etano, J.L. Bordim , A packet ag gr egation 
mechanis m for real time applications over wireless networ ks , Int. J. Networ 
king Comp ut. 2 (1) (2012) 18–40.

[95] S. Kim, Y. Cho, Adaptive transm is si on opportunity scheme based on dela y 
bound and networ k load in IEEE 802.11 e wireless LANs, J. of Appl. Res. 
Technol. 11 (4) (2013) 604–611.

[96] M. M. S. Kows ar , S. Bisw as , Perfor ma nce im provement of IEEE 802.11n 
WLANs via fram e ag gr egation in NS-3, International Co nference on Electrical , 
Comp uter and Comm unication Engi neering (ECC EIEEE, 2017, pp. 1–6.

[97] S. Seytnazaro v, Y. -. T. Kim, Qo S-aw ar e adaptive A-MPDU ag gr egation 
scheduler for voice traffic in ag gr egation-enabled high thro ughput WLANs, 
IEEE Trans. Mob. Comp ut. 16 (10) (2017) 2862–2875.

[98] J. Liu, M. Ya o, Z. Qi u, Adaptive A-MPDU retransm is si on scheme with two-
level fram e ag gr egation compensa tion for IEEE 802.11 n/ac/ad WLANs, 
Wireless Netw. 24 (1) (2018) 223–234.

[99] Z. Feng, G . Wen, Z. Zou, F. G ao, RED-TXOP scheme for video transm is si on in 
IEEE 802. 11e EDCA, IEEE International Co nference on Comm unications 
Technology and Applications, 2009, pp. 371–375.

[100] L. Ca i, et al ., VoIP over WLAN: voice capacity, admi ss ion contro l, Qo S, and 
MAC, International Journal of Comm unication Sy stem 19 (4) (2006) 491–508 
Publis hed online in Wiley Inter-Science.

[101] V. Soar es, P. Neves, J. Rodrig ues, Past, present and future of IP telephony, 
International Co nference on Comm unication Theory , Reliability, and Qual ity 
of Serv ice, Buchar est, 2008, pp. 19–24.

[102] N.I. Sa rk ar , A.X. -. Kuang, K. Nisa r, A. Amphaw an, Ho spital enviro nment 
scenar ios using WLAN over OPNET Si mula tion Tool, Int. J. Inf. Comm un. 
Technol. Hum. Dev. (IJICTHD) 6 (2014) 69–90.

[103] K. Nisa r, A.. A. Ibra him, A sm ar t home mo del using android application, the 
7th International Co nference on Ka nsei Engi neering and Emotion Resear ch 
(KEER 2018), Spri nger Book Seri es (AISC, Vol. 739), Kuching, Ma la ys ia , 
2018, pp. 3–10 ISBN: 978-981108611-3 (Scopus Index), https: //doi. or 
g/10.1007/978-981-10-8612-0_1.

[104] K. Nisa r, A.. A. Ibra him, A mo del new for sm ar t home technologi es knee mo 
nitor and wa lk ing anal ys er, the 7th International Co nference on Ka nsei Engi 
neering and Emotion Resear ch (KEER 2018), Spri nger Book Seri es
(AISC, Vol. 739), Kuching, Ma la ys ia , 2018, pp. 501–509 19 ISBN: 
978-981108611-3 (Scopus Index), https: //doi. or 
g/10.1007/978-981-10-8612-0_ 52.

[105] K. Nisa r, A.. A.. Wu, A. Adam ov, J. Deen, Sm ar t home for elderl y living 
using Wireless Sensor Networ ks and an Android application, 2016 10th IEEE 
International Co nference on Application of Inform ation and Comm unication 
Technologi es AICT2016, Azerbaijan, Baku, 2016, pp. 1–8.

[106] A.. A. Ibra him, K. Nisa r, Y. K. Hzou, I. Welch, Review and anal yzing RFID 
technology tags and applications, 13th IEEE International Co nference on 
Application of Inform ation and Comm unication Technologi es (AICT2019), 
Baku, Azerbaijan, 2019, pp. 1–4 https: //ieeexplore.ieee.or g/abstra ct/
document/8981779.

[107] A.L. Ibra him, M. Sa id, N. A., S. K. , P. A., A.A. Mu’azu, P.A. Shah., Thro 
ughput enhancement for fixed WiMAX networ k using distri buted mo del, 
International Co nference on Comp uter & Inform ation Sciences 2014 (ICC OI 
NS2014), Kual a Lump ur, Ma la ys ia , 2014, pp. 1–6 doi: 10.1109/ICCO INS. 
2014.6868382 ISBN: 978-147994391-3, (Scopus Index).

[108] E. Co cker, U. Speidel, N. Rebenich, S. Nevi ll e1, A. Gull  iver, R. Eima nn, K. 
Nisa r, S. Ha ss an, M. -. C. Dong, V. Wong, Meas urement of packet trai n ar ri 
va l conditions in high la tency networ ks , 9th International Co nference on 
Inform ation, Comm unications and Si gnal Processi ng (ICICS ), Tainan, Taiwan, 
2013, pp. 1–5 (Indexing Thom so n Reuters, ISI Scopus), https: //doi. or 
g/10.1109/ICICS. 2013.6782947.

[109] K. A.L. Ibra him, M. Sa id, N. A., A.A. Mu’azu, Im proving qual ity of serv ice 
with respect to dela y in fixed WiMAX networ k, Proceedings of the 4th 
International Co nference on Comp uting and Inform atics, (4th ICOC I 2013), Sa 
ra wa k, Ma la ys ia , 2013, pp. 179–186 28-29 August (Scopus Index).
(Indexing Thom so n Reuters, ISI Scopus).

[110] F. Sa ttar , M. Huss ai n, K. Nisa r, A secure ar chitecture for open so urce VoIP 
so lutions, IEEE International Co nference on Inform ation and Comm unication 
Technologi es (ICICT), 2011, Ka ra chi, Pakistan, 23, July 2011, pp. 1–6 
(Indexing Thom so n Reuters, ISI Scopus).

[111] H. Ka zemi tabar, S. Ahmed, K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, A surv ey 
on voice over IP over wireless LANs, Worl d Acad. Sci. Eng. Technol. Venice, 
Ital y (71) (2010) 252–258 Article 6324, Novemb er. 2010., (Scopus Index).

[112] K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, Enhanced perfor ma nce of packet 
transm is si on using sy stem mo del Ov er VoIP networ k, International Sy mp os 
ium on Inform ation Technology 2010 (ITSim 2010), IEEE 2010, KL CC , Kual a 
Lump ur, Ma la ys ia , 15, 2010, pp. 1005–1008 (Indexing Thom so n Reuters, ISI 
Scopus), https: //doi. or g/10.1109/ITSIM. 2010. 5561593.

[113] K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, Enhanced perfor ma nce of WLANs 
packet transm is si on over VoIP Networ k, 2010 IEEE 24th International

16

http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0063
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0063
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0063
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0064
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0064
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0064
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0065
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0065
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0065
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0066
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0066
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0066
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0067
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0067
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0067
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0068
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0068
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0068
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0069
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0069
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0069
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0070
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0070
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0070
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0071
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0071
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0071
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0071
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0072
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0072
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0072
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0073
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0073
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0074
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0074
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0074
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0075
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0075
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0075
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0076
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0076
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0076
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0076
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0077
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0077
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0078
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0078
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0078
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0078
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0079
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0079
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0079
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0080
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0080
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0080
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0081
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0081
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0081
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0083
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0083
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0083
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0084
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0084
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0084
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0085
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0085
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0085
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0086
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0086
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0086
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0086
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0087
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0087
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0087
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0088
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0088
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0089
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0089
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0089
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0090
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0090
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0090
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0091
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0091
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0092
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0092
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0092
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0093
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0093
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0093
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0094
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0094
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0094
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0095
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0095
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0095
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0096
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0096
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0096
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0096
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0097
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0097
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0097
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0098
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0098
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0098
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0099
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0099
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0099
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0100
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0100
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0100
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0101
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0101
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0101
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0102
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0102
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0102
https://doi.org/10.1007/978-981-10-8612-0_1
https://doi.org/10.1007/978-981-10-8612-0_1
https://doi.org/10.1007/978-981-10-8612-0_52
https://doi.org/10.1007/978-981-10-8612-0_52
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0105
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0105
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0105
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0105
https://ieeexplore.ieee.org/abstract/document/8981779
https://ieeexplore.ieee.org/abstract/document/8981779
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0107
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0107
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0107
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0107
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0107
https://doi.org/10.1109/ICICS.2013.6782947
https://doi.org/10.1109/ICICS.2013.6782947
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0109
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0109
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0109
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0109
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0109
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0110
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0110
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0110
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0110
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0111
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0111
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0111
https://doi.org/10.1109/ITSIM.2010.5561593
https://doi.org/10.1109/ITSIM.2010.5561593


Co nference on Adva nced Inform ation Networ king and Applications, Work 
shops, (AINA 2010), Perth, Western Austra lia, 2010, pp. 485–490 (Indexing 
Thom so n Reuters, ISI Scopus), (Com pleted), https: //doi. or g/10. 1109/
WAINA.2010.76.

[114] K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, Enhanced perfor ma nce of IPv6 packet 
transm is si on over VoIP Networ k, 2nd IEEE International Co nference on Comp 
uter Science and Inform ation Technology , 2009, Beij ing, China, ICCS IT, 2009, 
pp. 500–504 (Scopus Index), https: //doi. or g/10.1109/ICCS IT. 2009.5234652.

[115] K. Nisa r, A.M. D. Sa id, H. Ha sbulla h, Internet call dela y on peer to peer and 
phone to phone VoIP Networ k, International Co nference on Comp uter Engi 
neering and Technology 2009 (ICC ET 2009), Si ngapor e, IEEE, 2009, pp. 517–
520 (Indexing in IEEE Comp uter Society), (Scopus Index), https: //doi. or 
g/10.1109/ICCET.2009.258.

[116] H. Ha sbulla h, A. Sa id, K. Nisa r, The Effect of Echo on Voice Qual ity in VoIP 
Networ k, International Asso ciation for Science and Technology Development 
(IASTED) Ca lg ar y, Ca nada. Adva nces in Comp uter Science and Engi neering 
(ACS E) 2009, Phuket, Thai la nd, 2009, pp. 95–100 ISBN: 978-088986790-1, 
(Scopus Index).

[117] Quantitative anal ys is of the securi ty perfor ma nce in wireless LANs, J. Ki ng Sa 
ud Univ. - Comp ut. Inf. Sci. 29 (3) (2017) 246–268, https: //doi. or g/10. 
1016/j. jk suci.2014.12.012.

[118] M. Mi ya zaki, S. Ishida, A. Fukuda, et al ., Initia l attemp t on outdoor huma n 
detection using IEEE802.11ac WLAN si gnal , Proc. IEEE Sensor s Aplications Sy 
mp os ium (SAS), 2019, pp. 1–6.

[119] Y. G ao, X. Sun, L. Dai, Sum ra te optimi zation of multi-standard IEEE 802. 11 
WLANs in IEEE Trans. Comm un. 67 (4) (2019) 3055–3068, https: //doi. or 
g/10.1109/TCOM M. 2018.2890250.

[120] D.V. . Yula ndi, D. Achmadi, R. F. Sa ri , Comp ar is on of different WLAN 
standard on propag ation perfor ma nce in V2V named data networ king, 2017 
IEEE Asia Pacific Co nference on Wireless and Mobile (APWiM ob), Bandung, 
2017, pp. 128–133, https: //doi. or g/10.1109/APWiMob.2017.8283995.

[121] Y. Yi na, B. Xub, H. Ca ia , H. Yua, A novel temp or al and spatia l panora ma 
stream processi ng engi ne on IoT applications, J. Industr. Inf. Integr . 18 
(2020) 1–13.

[122] E. Hä mä lä inena, T. Inkinenb, Industri al applications of big data in
disr uptive innova tions suppor ting enviro nmental reporting, J. Industr. Inf. 
Integr . 16 (2019) 1–9.

[123] Industri al Networ ks –Wireless Comm unication Networ k and Comm unication 
Profiles–WIA-FA. [O nline]. Avai la ble: https: //webstore.iec.ch/publication/ 
32718

[124] F. Tram ar in, A.K. Mok, S. Ha n, Real -time and reliable industri al contro l 
over wireless LANs: al gori thms , protocols, and future directions, Proceedings 
of the IEEE, 107, June 2019, pp. 1027–1052, https: //doi. or g/10. 1109/JPRO C. 
2019.2913450.

[125] flexWARE. EU Funded FP7 Resear ch Progra m. [O nline]. Avai la ble: http://
www. flexwa re.at

[126] Ó. Seijo, J.A. López-Fernández, H. Bernhard, I. Va l, Enhanced timestam ping 
method for subnanos econd time sy nchronization in IEEE 802.11 Ov er WLAN 
standard conditions in IEEE Trans. Ind. Inf. 16 (9) (Sept. 2020) 5792–5805, 
https: //doi. or g/10.1109/TII.2019.2959200.

17

https://doi.org/10.1109/WAINA.2010.76
https://doi.org/10.1109/WAINA.2010.76
https://doi.org/10.1109/ICCSIT.2009.5234652
https://doi.org/10.1109/ICCSIT.2009.5234652
https://doi.org/10.1109/ICCET.2009.258
https://doi.org/10.1109/ICCET.2009.258
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0116
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0116
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0116
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0116
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0116
https://doi.org/10.1016/j.jksuci.2014.12.012
https://doi.org/10.1016/j.jksuci.2014.12.012
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0118
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0118
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0118
https://doi.org/10.1109/TCOMM.2018.2890250
https://doi.org/10.1109/TCOMM.2018.2890250
https://doi.org/10.1109/APWiMob.2017.8283995
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0121
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0121
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0121
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0122
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0122
http://refhub.elsevier.com/S2452-414X(21)00025-X/sbref0122
https://webstore.iec.ch/publication/32718
https://webstore.iec.ch/publication/32718
https://doi.org/10.1109/JPROC.2019.2913450
https://doi.org/10.1109/JPROC.2019.2913450
http://www.flexware.at/
http://www.flexware.at/
https://doi.org/10.1109/TII.2019.2959200

	A review on 802.11 MAC protocols industrial standards, architecture elements for providing QoS guarantee, supporting emergency traffic, and security: Future directions
	Acknowledgement


	fld78: 
	fld79: 
	fld107: 
	fld131: 
	fld154: 
	fld155: 
	fld171: 
	fld188: 
	fld189: 
	fld190: 
	fld211: 
	fld230: 
	fld231: 
	fld288: 
	fld345: 
	fld400: 


